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FOREWORD

This Manual is issued under the authority of DoD Directive 8320.1,
"DoD Data Administration," Septenber 26, 1991. It prescribes
procedures for the devel opnent, approval, and mai ntenance of DoD
data standards necessary to support the policies of DoD Data

Adm ni stration as established by DoD Directive 8320.1. DoD
8320.1-M 1, "Data El enent Standardization Procedures,” January 1993,
i s hereby cancel | ed.

This Manual applies to the Ofice of the Secretary of Defense (OSD),
the Mlitary Departnents, the Chairman of the Joint Chiefs of Staff
t he Conmbat ant Conmmands, the O fice of the Inspector General of the
Departnment of Defense, the Defense Agencies, and the DoD Field
Activities (hereafter referred to collectively as "the DoD
Conmponents"). Its provisions are applicable to all new initiatives
to devel op, nodernize, or mgrate information systens, whether

aut omat ed or nonaut omat ed.

This Manual is effective immediately; it is mandatory for use by al
t he DoD Conponents.

Send recommended changes to the Manual to:

Center for Standards

Chi ef, Data Standards Division
10701 Parkri dge Bl vd.

Reston, VA 22091-4357

The DoD Conponents may obtain copies of this Manual through their own
publ i cati ons channels. The docunent also is available electronically
under the heading "publications” at the following internet site:
http://web7.whs.osd.mil/correshtm.  Approved for public rel ease; distribution
unlimted. Authorized registered users may obtain copies of this
Publication from

Def ense Technical Information Center (DTIC)

8725 John J. Kingman Rd.

Sui te 0944

Fort Belvoir, VA 22060-6218

Comrer ci al tel ephone: 1-800-225-DTIC (1-800-225-3842)
msorders@daif.dtic.mil




O her Federal Agencies and the public may obtain copies from

U. S. Departnent of Commerce

Nati onal Technical Information Service (NTIS)
5285 Port Royal Road

Springfield, VA 22161

Commrer ci al tel ephone: 1-703-605-6000

Senicr Civilian icial
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DL1. DEFI N TI ONS

DL1.1.1. Activity Mbdel. A nodel of the processes that nake up
the functional activity show ng inputs, outputs, controls, and
mechani snms t hrough which the processes of the functional activity
are (or will be) conducted. (See DoD 8320.1-M (reference (a)).)

DL1.1.2. Alternate Key. Any candidate key of an entity other
than the primary key. (See FIPS PUB 184 (reference (b)).)

DL1.1.3. Approved Standard Data Elenent. A standard data
el enrent that has been coordi nated through the standardi zation
process and approved for use in DoD systens and nodel s.

DL1.1.4. Associative Entity. An entity that inherits its
primary key fromtwo or nore other entities and docunents
mul ti pl e associ ations (rel ationshi ps) between those entities.
An associative entity is also known as an intersecting entity.

DL1.1.5. Attribute. A property or characteristic that is common
to sone or all of the instances of an entity. An attribute
represents the use of a domain in the context of an entity. (See
FIPS PUB 184 (reference (b)).)

DL1.1.5.1. Key Attribute. An attribute that may be used to
uniquely identify an instance of an entity or entity class.

DL1.1.5.2. Non-key Attribute. An attribute that is not the
primary or a part of a conposite primary key of an entity. A
non-key attribute may be a foreign key or alternate key
attribute. (See FIPS PUB 184 (reference (b)).)

DL1.1.6. Attributive Entity. An object that accomnmpdates a
repeating value for the parent object by appendi ng an additi onal
descriptive quality to the key structure of the accommobdati ng

obj ect that does not appear in the descriptive qualities for the
parent object. An attributive entity is a dependent entity with
exactly one identifying parent. Attributive entities are created
to support the first rule of normalization: elimnating
repeating values fromthe parent entity. Al so known as a
characteristic entity.

DL1.1.7. Business Rule. A statenent of fact that identifies
constraints governing the business functions and i nformation
requi renents of an enterprise.

DL1.1.8. Candidate Key. An attribute, or conbination of
attributes, of an entity whose val ues uniquely identify each
entity instance. (See FIPS PUB 184 (reference (b)).)




DL1.1.9. Cardinality. A statenent of the nunber of entity
i nstances that may or nust participate at each end of a
relationship. (See Relationship). Cardinality is the
conbi nati on of degree and nature.

DL1.1.9.1. Degree. An expression describing the nunber of
i nstances of one entity that may be related to each occurrence of
another entity at each end of the association fromone entity to
anot her .

DL1.1.9.2. Nature. An expression of the mandatory or
optional quality of each end of the association fromone entity
occurrence to another entity occurrence.

DL1.1.10. Category Cluster. A set of one or nore nmutually
excl usive categorization relationships for the same generic
entity. (See FIPS PUB 184 (reference (b)).)

DL1.1.11. Category Discrimnator. An attribute in the generic
entity (or a generic ancestor entity) of a category cluster. The
val ues of the discrimnator indicate which category entity in the
category cluster contains a specific instance of the generic
entity. Al instances of the generic entity with the sane

di scrimnator value are instances of the sane category entity.
The inverse is also true. (See FIPS PUB 184 (reference (b)).)

DL1.1.12. Category Entity. An entity whose instances represent a
sub-type or sub-classification of another entity (generic
entity). Also known as sub-type or sub-class. (See FIPS PUB 184
(reference (b)).)

DL1.1.13. Characteristic Entity. (See Attributive Entity)

DL1.1.14. Child Entity. The entity in a specific connection

rel ati onshi p whose instances can be related to zero or one

i nstance of the other entity (parent entity). (See FIPS PUB 184
(reference (b)).)

DL1.1.15. dass Wird. A word in the nane of a data el enent
(attribute) describing the category to which the data el enent
bel ongs; e.g., "quantity," nanme," "code." The word establishes
the general structure and domain of a standard data el enent.

DL1.1.16. Cass Wird Mddifier. A wrd that is used to further
refine or describe a class word. The class word nodifier is
optional and nmay be used with a class word to forma generic
el ement. (See Ceneric Elenent)




DL1.1.17. Conponent Data Adm nistrator. Responsible for nmanagi ng
and i npl ementing data adm nistration within their Conponent area.
They are appoi nted by Conponent Heads.

DL1.1.18. Conposite Data Elenent. A data elenent that is

formul ated to describe nultiple concepts. A conposite data

el ement definition and neaning can easily partially overlap with
the definition of another data elenent. This redundancy sets the
stage for data inconsistencies, increases system nmaintenance
costs, and restricts the use of a data elenment to a narrow range
of applications.

DL1.1.19. Conceptual Schema. (See Schenma - Conceptual Schemm)

DL1.1.20. Data. A representation of facts, concepts, or
instructions in a formalized manner suitable for communicati on,
interpretation, or processing by humans or by automatic neans.

DL1.1.21. Data Adm nistration. That function of the organization
t hat oversees the managenent of data across the enterprise and is
responsi ble for central information planning and control.

DL1.1.22. Data Adm nistrator (DAd). A person or group that
ensures the utility of data used wthin an organization.
Responsi bilities include defining data policies and standards,
pl anning for the efficient use of data, coordinating data
structures anong organi zati onal conponents, perform ng | ogical
dat abase desi gns, and defining data security procedures.

DL1.1.23. Data Architecture. A framework for organi zing the
interrel ati onshi ps of data, (based on an organization’s m ssions,
functions, goals, objectives, and strategies), providing the
basis for the increnmental, ordered design and devel opnent of
systens based on successively nore detailed | evels of data

nodel ing. (See DoD 8320.1-M (reference (a)).)

DL1.1.24. Data Definition Language (DDL). The |anguage used to
define physical data structures in a database nmanagenent system

DL1. 1. 25. Data Dependence. The property of data where the
exi stence of the data depends on the existence of other pieces of
dat a.

DL1.1.26. Data Dictionary. A specialized type of database
contai ning neta-data that are nmanaged by a data dictionary
system a repository of information describing the
characteristics of data used to design, nonitor, docunment,
protect, and control data in information systens and dat abases;
an application of a data dictionary system




DL1.1.27. Data Elenent. (See Attribute)

DL1.1.28. Data El enent Standardi zation. The process of
docunenting, review ng, and approvi ng uni que nanes, definitions,
characteristics, and representati ons of data el enents according
to established procedures and conventi ons.

DL1.1.29. Data Integrity. A property of data in which al
assertions (accurate, current, consistent, conplete) hold.

DL1.1.30. Data Model. A graphical and textual representation of
anal ysis that identifies the data needed by an organi zation to
achieve its mssion, functions, goals, objectives, and strategies
and to manage and rate the organi zation. A data nodel identifies
the entities, domains (attributes), and relationships (or
associations) with other data, and provides the conceptual view
of the data and the rel ationshi ps anong data. (See FIPS PUB 184
(reference (b)).)

DL1.1.31. Data Object. A termused to refer to either an entity
or an attribute.

DL1.1.32. Data Quality. The correctness, tineliness, accuracy,
conpl et eness, relevance, and accessibility that make data
appropriate for use.

DL1.1.33. Data Requirenents. A specification of entities,
attributes, relationships and domai n val ues needed to support a
busi ness functi on.

DL1.1.34. Data Standard. A specific data format that confornms to
the requirenents of this Manual; specifically an entity,
attribute (data elenent), and entity relationship (business
rule). The basic conponents of a data standard are a | ogical
dat a nodel and net a- dat a.

DL1.1.35. Data Steward. The person or group that manages the
devel opnent, approval, creation, and use of data associated with
a specific data standard nanaged within a specified functional

ar ea.

DL1.1.36. Data Structure. A logical relationship that exists
anong units of data and the descriptive features defined for
those rel ationshi ps and data units; an instance or occurrence of
a data nodel .

DL1.1.37. Database. A collection of interrelated data, often
with controll ed redundancy, organi zed according to a schena to
serve one or nore applications; the data are stored so that they
can be used by different prograns w thout concern for the data

10



structure or organization. A common approach is used to add new
data and to nodify and retrieve existing data.

DL1. 1. 38. Database Adm nistrator (DBA). A person or group that

enforces policy on "how, " "where,” and "in what manner" data are
stored and nai ntained in each database. Provides information to
the data adm nistrator on organi zational use of data wthin the

subj ect database. (See DoDD 8000.1 (reference (c)).)

DL1. 1. 39. Dat abase Managenent System A conputer-based system
used to establish, make available, and maintain the integrity of
a dat abase, that may be invoked by nonprogranmmers or by
application prograns to define, create, revise, retire,
interrogate, and process transactions; and to update, back up,
recover, validate, secure, and nonitor the database. (See FIPS
PUB 11-3 (reference (d)).)

DL1.1.40. Degree. (See Cardinality)

DL1.1.41. Dependent Entity. An entity that depends on the

exi stence of one or nore other entities for its identification.
The entities on which it depends can be either independent or
dependent. The primary key for a dependent entity contains
foreign keys contributed by the entities on which it depends.
There are three basic types of dependent entities: category
entity, attributive entity, and associative entity.

DL1.1.42. Derived Data Elenents. Derived data el enents represent
the results of conputational operations performed on other data
el ements. The conputations may involve al gorithnms supported by
two or nore data elenents within a single entity instance, or

al gorithnms summarizing data el ement val ues across nmultiple entity
instances within a single entity or across nultiple entities.

DL1.1.43. DoD Data Admi nistrator. Responsible for the overal
managenent and execution of the Data Adm nistration Program and
for ensuring the technical correctness and consistency of data
adm ni stration products as well as devel oping data adm ni stration
procedures, handbooks, and training materials. (See DoD 8320.1-M
(reference (a)).)

DL1.1.44. DoD Data Model. An integrated view of data
requirenents for the functional areas and Conponents in the
Departnent of Defense.

DL1.1.45. DoD Joint Technical Architecture. The DoD Joi nt
Techni cal Architecture (JTA) provides the “buil ding codes” which,
when i nplemented, permt the rapid and seam ess fl ow of
informati on anong DoD s information systens in support of the
Warfighter. The JTA identifies a common set of mandatory rules,

11



i nformati on technol ogy standards, and guidelines to be used in
all new and upgraded C41 acquisitions across DoD. The JTA
standards are to be used for sending and receiving information
(information transfer standards such as Internet Protocol suite),
for understanding the information (information content and format
standards such as data elenents, or inmage interpretation
standards) and for processing that information. The JTA al so

i ncl udes a common human-conputer interface and rules for
protecting the information (i.e., information systens security

st andar ds).

DL1.1.46. Domain. The set of perm ssible data values from which
actual values are taken for a particular attribute or specific
data elenent. 1In a relational database, all of the perm ssible
tuples for a given relation.

DL1.1.47. Enterprise. The highest |evel in an organization;
i ncludes all m ssions and functions.

DL1.1.48. Entity. The representation of a set of real or
abstract things (people, objects, places, events, ideas,

conbi nation of things, etc.) that are recogni zed as the sane type
because they share the sane characteristics and can participate
in the sanme relationships. (See FIPS PUB 184 (reference (b)).)
(Al'so known as prinme word.)

DL1.1.49. Entity Cass. (See Entity)

DL1.1.50. Entity Type. (See Entity)

DL1.1.51. Entity Relationship Diagram (ERD). A graphic
representation that presents major entities and their
rel ati onshi ps.

DL1.1.52. External Schema. (See Schema - External Schenma)

DL1.1.53. Facilitator. A person who's declared role is to guide
a neeting toward its objective (e.g., devel opnent of activity and
data nodel s for an organi zation).

DL1.1.54. Foreign Key. An attribute, or conbination of
attributes of a child or category entity instance whose val ues
mat ch those in the primary key of a related parent or generic
entity instance. A foreign key results fromthe mgration of the
parent or generic entities primary key through a specific
connection or categorization relationship. (See FIPS PUB 184
(reference (b)).)

DL1.1.55. Fully Attributed Model. A third normal form
informati on nodel that includes all entities, attri butes,

12



relationships, and integrity rules needed by the functional
activity bei ng nodel ed.

DL1.1.56. Functional Activity. The primary subdivision of a
functional area, nade up of a collection of processes that can be
managed toget her using policies and procedures not specifically
applicable to other functional activities within the functional
area. (See DoD 8320.1-M (reference (a)).)

DL1.1.57. Functional Area. A functional area (e.g., personnel)
is conprised of one or nore functional activities (e.qg.,
recruiting), each of which consists of one or nore functional
processes (e.g., interviews).

DL1.1.58. Functional Area Data Mdel. Business area nodel of
data requirenents that support specific informati on needs within
or between the major functional areas of an enterprise. It is
used for business area analysis to support functional area

i ntegration.

DL1.1.59. Functional Data Adm nistrator. Responsible for the
overal |l managenent and i nplenentation of data adm nistration
within their DoD Functional Area . They are appointed by
Principal Staff Assistants. They performthe role of data
steward for the data within their functional area. (See DoD
8320. 1-M (reference (a)).)

DL1. 1. 60. Fundanental Entity. (See |Independent Entity)

DL1.1.61. CGeneral Domain. A specified range of values a data
elenment is permtted to have. 1In general, these domains are too
|arge to be conpletely enunerated easily. For exanple: The
general domain of a data el enment nanmed "PERSON Bl RTH DATE" is any
date falling in the range 1 Jan 1850 through the current date.

Al t hough the domain is constrained (e.g., possibly to refer to
only people who are currently alive), there is a | arge nunber of
val ues.

DL1.1.62. Ceneralization Entity. (See Generic Parent)

DL1.1.63. Ceneric Elenment. A generic element specifies a broad
domain of data values. It represents a honbgeneous set of data
val ues that may be used with many objects. The attributes of a
generic elenent characterize broad aspects of a variety of data
el ements. Generic elenents nmay have general or specific domains
of data. A generic elenent is conprised of a class word and
optional class word nodifier. (See Cass Wrd and C ass Wrd
Modi fier)

13



DL1.1.64. Ceneric Parent. The entity at the top of any |evel of
a hierarchy of entities. The parent entity of a categorization
rel ati onship.

DL1.1.65. Goup Attribute. An attribute that is a collection of
other attributes called constituents.

DL1.1.66. IDEF. (See Integrated Conputer Ai ded Manufacturing
Definition)

DL1.1.67. IDEFO. A nodeling technique used to produce a
“function nodel”. A function nodel is a structured
representation of the functions, activities or processes within

t he nodel ed system or subject area. (See FIPS PUB 183 (reference

(e)).)

DL1.1.68. IDEF1IX. A nodeling technique used to produce an
“informati on nodel” that represents the structure and semantics
of information within the environnment or system (See FIPS PUB
184 (reference (b)).)

DL1.1.69. ldentifying Relationship. A specific connection
relationship in which every attribute in the primary key of the
parent entity is contained in the primary key of the child
entity. (See FIPS PUB 184 (reference (b)).)

DL1.1.70. Independent Entity. An object of interest to the
enterprise that can be i1dentified using primary key attributes
that characterize the object without referring to Foreign Keys
mgrated fromany other entity. Al so known as a fundanent al
principal, primary, independent entity class, and supertype.

DL1.1.71. Independent Entity O ass. (See Independent Entity)

DL1.1.72. Information. Any communi cation or reception of

know edge such as facts, data, or opinions, including nunerical,
graphic, or narrative forns, whether oral or maintained in any
medi um i ncluding conputerized dat abases, paper, mcroform or
magneti c tape.

DL1.1.73. Information Engineering. A disciplined nethodol ogy
that creates an organi zati on-w de architectural framework for
application and dat abase devel opnent.

DL1.1.74. Information Requirenent. The functional area
expression of need for data, information, or reports to carry out
speci fied and authorized functi ons or managenent purposes, and
which call for the establishnment or maintenance (update) of data,
information, reporting, or record keeping systens whether nanual
or automated. (See DoD 8910.1-M (reference (f)).)

14



DL1.1.75. Information Model. A nodel that represents the
structure and semantics of information within the environnent or
system (See FIPS PUB 184 (reference (b)).)

DL1.1.76. Information System The organi zed col |l ection,
processi ng, mai ntenance, transm ssion, and di ssem nation of
information in accordance with defined procedures, whether
aut omat ed or manual .

DL1.1.77. Integrated Conputer-A ded Manufacturing Definition
(IDEF). A technique used for nodeling an enterprise's processes
and dat a.

DL1.1.78. Integrity Constraint. A statenent in an information
nodel that specifies one or nore assertions regardi ng how
specific instances of data objects are captured and nanaged.

DL1.1.79. Internal Schema. (See Schema - Internal Schema)

DL1.1.80. Intersecting Entity. (See Dependent Entity and
Associ ative Entity)

DL1.1.81. Key Attribute. (See Attribute)

DL1.1.82. Logical Data Mddel. A nodel of data that represents
the inherent structure of that data and is i ndependent of

i ndi vi dual applications of the data and al so of the software or
har dwar e nechani sns whi ch are enpl oyed in representing and using
the data. (See DoD 8320.1-M (reference(a)).)

DL1.1.83. Meta-data. Infornation describing the characteristics
of data; data or information about data; descriptive information
about an organi zation's data, data activities, systens, and
hol di ngs.

DL1.1.84. Methodol ogy. The principles, practices, etc., of
orderly thought or procedure applied to a particular branch of
learning (i.e., data nodeling). A set of standards and
procedures used to guide the devel opnent of a data nodel

DL1.1.85. Modeling. Application of a standard, rigorous,
structured nethodol ogy to create and validate a physical,

mat hematical, or otherwi se | ogical representation of a system
entity, phenonenon, or process. (See DoD 8320.1-M
(reference(a)).)

DL1.1.86. Nature. (See Cardinality)

DL1.1.87. Non-identifying Rel ationship. A specific connection
relationship in which sonme or all of the attributes contained in
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the primary key of the parent entity do not participate in the
primary key of the child entity. (See FIPS PUB 184 (reference

(b)).)
DL1.1.88. Non-key Attribute. (See Attribute)

DL1.1.89. Non-standard Data El enent. A non-standard data el enent
is ny docunented data el enent which does not conply with the
standardi zation criteria of the 8320 seri es.

DL1.1.90. Non-specific Relationship. A relationship in which an
instance of either entity can be related to a nunber of instances
of the other. (See FIPS PUB 184 (reference (b)).)

DL1.1.91. Normal Form The condition of an entity relative to
satisfaction of a set of normalization theory constraints on its
attribution. A specific normal formis achieved by successive
reduction of an entity fromits existing condition to sone nore
desirable form The procedure is reversible.

DL1.1.91.1. First Normal Form (INF). An entity is in 1INF if
and only if all underlying sinple domains contain atom c val ues
only. Each attribute of an entity nust have exactly one val ue
for each instance, with no lists, repeated occurrences, nor
i nternal structures.

DL1.1.91.2. Second Normal Form (2NF). An entity is in 2NF if
and only if it is in 1INF and every non-key attribute is fully
dependent on the primary key.

DL1.1.91.3. Third Normal Form (3NF). An entity is in 3NF if
and only if it is in 2NF and every attribute that is not a part
of the primary key is a non-transitively dependent (nutually
i ndependent) on the primary key. Two or nore attributes are
nmut ual Iy i ndependent if none of themis functionally dependent on
any conbination of the others. (See FIPS PUB 184 (reference

(b)).)

DL1.1.92. Normalization. The process of refining and regrouping
attributes in entities according to the normal fornms. (See FIPS
PUB 184 (reference (b)).)

DL1.1.93. Null. A condition where a value of an attribute is not
applicable or not known for an entity instance. (See FIPS PUB
184 (reference (b)).)

DL1.1.94. Parent Entity. An entity in a specific connection
rel ati onshi p whose instances can be related to a nunber of

i nstances of another entity (child entity). (See FIPS PUB 184
(reference (b)).)
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DL1.1.95. Physical Data Model. A representation of the
technol ogi cal |y i ndependent requirenents in a physical

envi ronnent of hardware, software, and network configurations
representing themin the constraints of an existing physical
envi ronnent .

DL1.1.96. Primary Entity. (See |Independent Entity)

DL1.1.97. Primary Key. The candi date key sel ected as the uni que
identifier of an entity. (See FIPS PUB 184 (reference (b)).)

DL1.1.98. Prine Wrd. (See Entity)

DL1.1.99. Principal Entity. (See |Independent Entity)

DL1.1.100. Property Modifier. A word that is used to further
refine or describe an entity nanme or a generic el enent nane.

DL1.1.101. Qalitative Data. A data value that is a non-nuneric
description of a person, place, thing, event, activity, or
concept .

DL1.1.102. Quantitative Data. Nunerical expressions upon which
mat hemat i cal operations can be perforned.

DL1.1.103. Relationship. An association between two entities or
bet ween i nstances of the sane entity. (See FIPS PUB 184
(reference (b)).)

DL1.1.104. Relationship Nane. A verb or verb phrase which
reflects the neaning of the relationship expressed between the
two entities shown on the diagram on which the nane appears.
(See FIPS PUB 184 (reference (b)).)

DL1.1.105. Role Nanme. A nane assigned to a foreign key
attribute to represent the use of the foreign key in the entity.
(See FIPS PUB 184 (reference (b)).)

DL1. 1. 106. Schema. A definition of data structure:

DL1.1.106.1. Conceptual Schema. A schema of the Anmerican
Nat i onal Standards Institute's (ANSI) Standards Pl anni ng and
Requi rements Conmttee's (SPARC) Three Schema Architecture, in
whi ch the structure of data is represented in a form i ndependent
of any physical storage or external presentation fornmat.
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DL1.1.106.2. External Schema. A schema of the ANSI SPARC
Three Schema Architecture, in which views of information are
represented in a formconvenient for the users of information; a
description of the structure of data as seen by the user of a
system

DL1.1.106.3. Internal Schema. A schema of the ANSI SPARC
Three Schema Architecture, in which views of information are
represented in a formspecific to the database managenent system
used to store the information; a description of the physical
structure of data. (See FIPS PUB 184 (reference (b)).)

DL1.1.107. Secondary Entity. (See Category Entity)

DL1.1.108. Specific Domain. The precise set of possible val ues
for a data elenent (attributes).

DL1.1.109. Specific Connection Relationship. A relationship
where a nunber of instances of one entity (child entity) can be
related to zero or one instance of the other entity (parent
entity). In a specific connection relationship, the primary key
of the parent entity is contributed as a foreign key to the child
entity. (See FIPS PUB 184 (reference (b)).)

DL1.1.110. Standard Data Elenent. A data el enent that has been
coordi nated through the standardi zati on process and approved for
use in DoD information systens.

DL1.1.111. Subentity. (See Category Entity)

DL1.1.112. Subtype Entity. (See Category Entity)

DL1.1.113. Supertype Entity. (See |Independent Entity)

DL1.1.114. Technique. The working nmethods or manner in which
rul es, syntax, semantics are applied within a given nethodol ogy.

DL1.1.115. Tuple. Arowin a table.
DL1.1.116. View. A collection of entities and assi gned

attributes (domains) assenbled for sone purpose. (See FIPS PUB
184 (reference (b)).)
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AL1. ABBREVI ATI ONS AND ACRONYMS

AL1l.1.1. Al S Aut omat ed I nformati on System

AL1. 1. 2. ANSI American National Standards Institute

AL1. 1. 3. ASCI1 Anmerican Standard Code for Information
| nt er change

ALl. 1. 4. ASD Assi stant Secretary of Defense

ALl1l.1.5. C3l Command, Control, Comrunications, and
Intelligence

AL1. 1. 6. CDA Central Design Activity

AL1.1.7. CDAd Conmponent Data Adm ni strator

AL1. 1. 8. CINC Commander in Chief

ALl1l.1.9. COrsS Commercial Of-The-Shel f

AL1.1.10. DAd Data Adm ni strator

AL1.1.11. DAdm Data Adm nistration

AL1.1.12. DASD Deputy Assistant Secretary of Defense

AL1.1.13. DASP Data Adm nistration Strategic Plan

AL1.1.14. DBMS Dat abase Managenent System

ALl1l.1.15. DDDS Def ense Data Dictionary System

AL1.1.16. DDL Data Definition Language

ALl1.1.17. DDM Depart ment of Defense Data Mde

AL1.1.18. DI ST Def ense I ntegration Support Tool

AL1.1.19. DoD Depart ment of Defense

AL1.1.20. DTIC Defense Technical Information Center

AL1.1.21. ERD Entity Rel ationship D agram

ALl1l.1.22. FDAd Functional Data Adm ni strator

AL1.1.23. FIPS Federal Information Processing Standards

AL1l.1.24. |DEF1X Integrated Conputer-A ded Manufacturing
Definition One Extended - Data Modeling
Techni que

AL1.1.25. I M | nf or mati on Managenent

AL1.1.26. |IRM | nf or mati on Resour ce Managenent

AL1.1.27. IS | nformati on System

AL1.1.28. 1SO I nternational Organization for Standardi zation

AL1.1.29. JTA Joi nt Techni cal Architecture

AL1.1.30. NATO North Atlantic Treaty Organi zation

AL1.1.31. N ST National Institute of Standards and Technol ogy

AL1.1.32. NSA Nat i onal Security Agency

AL1.1.33. NTIS Nat i onal Technical Infornmation Service

AL1.1.34. OSD O fice of the Secretary of Defense

ALl1l.1.35. PCAT Per sonal Conputer Access Tool

AL1.1.36. PSA Principal Staff Assistant

AL1.1.37. RED S Reverse Engineering for Data Integration and
Shari ng

AL1.1.38. SIDR Secure Intelligence Data Repository

AL1.1.39. SMe Subj ect Matter Expert
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AL1.1.40. SPARC Standards Planning and Requi renents Committee
AL1.1.41. TAFIM Technical Architecture Franmework for
| nf or mati on Managenent
AL1.1.42. WW Wrld Wde Wb
AL1.1.43. 1INF First Normal Form
AL1.1.44. 2NF Second Nornal Form
AL1.1.45. 3NF Third Normal Form
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Cl. CHAPTER 1

GENERAL | NFORMATI ON

Cl. 1. | NTRODUCTI ON

Standard data is the cornerstone of the information
infrastructure that supports the Warfighter and the overal

m ssion of the Departnment of Defense (DoD). Sharing information
is critical to success on the battlefield and in the supporting
functional areas. Standard data will enable DoD to performits
mssions in an integrated, effective, and efficient manner.

Cl. 2. PURPCSE

Cl.2.1. This Manual provides the procedures for devel oping,
approvi ng, inplenenting, and maintaining DoD data standards. A
data standard provides the framework for how data will be
formatted for inplenentation wthin an information system

Cl.2.2. The procedures contained in this docunent support the
policies of DoD Data Adm nistration as established by DoD
Directive 8320.1 (reference (g)). These procedures are
aut hori zed as suppl enmental guidance to DoD 8320.1-M (reference
(a)). Use of these procedures will inprove the consistent and
uniformidentification and standardi zati on of data.

Cl.2.3. The context diagram shown in Figure Cl-F1l presents the
overall picture of the activities supporting the standardization
of data within this Manual. The fundanental activities required
to standardi ze DoD data requirenents are listed in the node tree
diagramin Figure Cl-F2. This diagramwas devel oped using the
| DEFO notation fromFIPS PUB 183 (reference (e)). Throughout
subsequent chapters of this Manual, detailed deconpositions of
this diagramw || be displayed and descri bed to enabl e users of
this Manual to nore clearly understand the interrel ati onships
anong the activities supporting the standardizati on of data.

Cl.3. APPLI CABI LITY AND SCOPE

Cl.3.1. This docunent applies to all DoD organizations under
the conditions specified in DoD Directive 8320.1
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Cl.3.2. These guidelines apply to Information System (1S)
conponents of weapon systens and DoD Aut omated I nfornation System
(Al'S) devel opnent efforts, nodification or noderni zation efforts
affecting 30% or nore lines of code. These guidelines also apply
to system devel opnent efforts governed by the DoD Joint Technica
Architecture (JTA). Defernents due to extenuating circunstances
may be granted by the DoD Data Adm nistrator based on an
i npl ementation plan that clearly describes a transition to the
use of DoD standard data. 1S conponents of weapon systens and
AlSs will be referred to jointly in this Manual as (1Ss). A
fully attributed data nodel will be assessed during M| estone
Deci sion Point (MDP) |, Approval to Begin New Acquisition
Program an approved Al S data nodel will be assessed during NDP
1, Approval to Enter Engi neering and Manufacturing Devel opnent
(reference (h)).

Cl.3.3. To maxim ze data sharing across the DoD, data
standardi zed i n accordance with these procedures and m gration
systens data nust be registered and approved in the DoD data
dictionary. The DoD data dictionary is the authoritative source
of DoD data standards and is the mechanismto be used in the data
st andar di zati on approval process. See AP9. Appendix 9 for
addi tional details.

Cl.3.4. Cassified data standards should follow the guidelines
in this docunent but not be submtted for standardization. The
capability to store classified data has been devel oped within the
Secure Intelligence Data Repository (SIDR) (AP9. Appendix 9).

Cl.3.5. Functional and Conponent |evel dictionaries and
repository tools should not duplicate the DoD | evel of
functionality. These tools may provide for internal requirenments
not supported by the DoD tools, and they may support the
i npl enment ati on of approved data standards.

Cl. 4. OBJECTI VES

Cl.4.1. The objective of DoD data standardization is the use
and reuse of data standards throughout the DoD in support of IS
desi gn and devel opnment; interoperability; data sharing; system
i ntegration; and busi ness process inprovenents. Specific
obj ectives are to:

Cl.4.1.1. Develop and nmaintain a DoD Data Mddel (DDM that
depicts the DoD s information requirenents.

Cl.4.1.2. Develop data standards from | ogical data nodels to
pronote interoperability anmong information systens, operational
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forces, and the DoD functional areas in support of mlitary
m ssi ons t hroughout the DoD

Cl.4.1.3. Control data redundancy.

Cl.4.1.4. Reduce the cost and tinme to devel op, inplenent, and
mai nt ai n syst ens.

Cl.4.1.5. Enhance information systeminteroperability by
reducing the requirenents to translate and transform dat a.

Cl.4.1.6. Provide for the uniformdescription and
representation of data.

Cl.4.1.7. Inprove data integrity and accuracy.

Cl.4.1.8. Docunent approved standard data in a single DoD
data dictionary.

Cl.4.1.9. Use applicable international, national, and Federal
standards where appropri ate.

Cl. 5. EXCEPTI ONS TO PROCEDURES

Exceptions to the procedures established in this Manual wll be
consi dered on a case by case basis. Possible exceptions wll be
val i dated by the appropriate CDAd or FDAd and, if valid, wll be
forwarded to the DoD Data Adm nistrator for resol ution

24



C2. CHAPTER 2

DATA STANDARDI ZATI ON CONCEPTS

C2.1. | NTRODUCTI ON

Thi s chapter addresses the basic conponents of data standards
(1 ogi cal data nodels and neta-data) and describes the primary
data standardi zation activities: identify data requirenents,
devel op data standards, approve data standards, and inpl enent
dat a standards.

C2. 2. BASI C COVPONENTS OF DATA STANDARDS

C2.2.1. Logical Data Mddels. Al DoD data standards are based
on an Entity Relationship D agram (ERD) approach for the
description of data needs. The ERD approach brings discipline to
t he description of data requirenents.

C2.2.2.1. The logical data nodels devel oped using this
approach must be in at least third normal form (3NF) to support
t he standardi zation of data. 3NF refers to an entity that is in
second normal formand in which every non-key attribute is only
dependent on the primary key. Refer to FIPS PUB 184, reference
(b) for detailed information on devel oping a |ogical data nodel.

C2.2.2.2. Logical data nodels are created to support data
requi renents for DoD systens, functional areas, and DoD
conponents. As |logical data nodels are fully attributed,
normal i zed, and validated by subject matter experts (SMEs) and
system proponents, the nodels and supporting neta-data are
submtted for the review, approval, and integration phases of
dat a standardi zation

C2.2.2.3. Logical data nodels submtted for review nust be
based on a version of the DoD Data Model (DDM that is no nore
than one release old fromthe tine of subm ssion. The DDMis an
integration of |ogical data nodels across nultiple functional
areas throughout the DoD. The DDMis published sem annual |y by
the DoD Data Adm nistrator (DoD DAd). It consists of a graphical
representation of the data, based on the |IDEF1X standard from
reference (b). Detailed neta-data descriptions are found in the
DoD data dictionary. Logical data nodels consist of the
fol |l ow ng conponents:

C2.2.2.3.1. Entities. Representations of real or abstract
t hi ngs (people, objects, places, events, ideas, conbinations of
things, etc.) that are recogni zed as the sane type because they
share the sane characteristics and can participate in the sane
rel ationships (reference (b)).
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C2.2.2.3.2. Attributes. Properties or characteristics that
are common to sone or all of the instances of an entity. An
attribute represents the use of a domain in the context of an
entity (reference (b)). In DoD term nology, attributes are al so
referred to as data el enents.

C2.2.2.3.3. Relationships. Relationships are associations
between two entities or between instances of the sane entity
(reference (b)).

C2.2.2. Meta-Data. Meta-data is “data about data” or the
characteristics of an entity or attribute. Meta-data is stored
in the DoD data dictionary. A description of nmeta-data for DoD
data standards is provided in AP1. Appendix 1. Refer to the DoD
data dictionary for the nost current neta-data requirenents.

C2. 3. DATA STANDARDI ZATI ON PHASES

Dat a standards evol ve through the foll ow ng standardization
phases:

C2.3.1. Developnental. Entities and attributes (data el enents)
t hat have been created but have not been rel eased by the
originator for DoD standardization. Devel opnental data standards
i ncl ude both new data requirenents and nodifications to existing
data standards as specified in C5. Chapter 5.

C2.3.2. Candidate. Entities and attributes that have been
submtted for approval as DoD data standards as specified in
C6. Chapter 6.

C2.3.3. Approved. Entities and attributes that have been
coordi nated through the standardi zati on process and approved by
t he appropriate Functional Data Adm nistrator (FDAd) as specified
in C6. Chapter 6.

C2.3.4. Disapproved. Entities and attributes that have been
coordi nated through the standardi zati on process and whose use has
been di sapproved as specified in C6. Chapter 6.

C2.3.5. Archived. Entities and attributes that were fornerly
approved, but are no | onger needed to support the information
needs of DoD as specified in C6. Chapter 6.
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C2.4. DATA STANDARDI ZATI ON ACTI VI TI ES

The activities addressed in this Manual include the
identification, devel opnent, review, approval, inplenentation,
and mai nt enance of data standards. Through these activities,
sources of information are collected, nodified, and revi ewed,
resulting in an expanded DDM and approved standard data. The
primary data standardi zation activities are depicted in Figure
C2- F1.

C2.4.1. ldentify Data Requirenents

C2.4.1.1. This activity results in the docunentation of data
requi renents and associ ated neta-data, donmain val ues, and
authoritative sources. Data admnistrators should review all
data requirenents to be supported by an operational system
Current regul ations nust be considered in identifying the data
requirenents.

C2.4.1.2. Reuse applicable external (federal, national and
international) data standards before creating DoD data standards.
External data standards are those data standards that have been
adopted by federal, national and international standards bodies
such as the Anmerican National Standards Institute (ANSI), Federal
I nformati on Processing Standards (FIPS), International
Organi zation for Standardi zation (1SO, and the North Atlantic
Treaty Organi zation (NATO. The data adm nistration comunity
shoul d review existing data standards to determne if they can
support the data requirenents. Mdifications to existing DoD
data standards to support requirenents or the need to archive
exi sting data standards should also be identified. Detailed
procedures for this activity are provided in C4. Chapter 4.

C2.4.2. Devel op Data Standards

This activity governs the devel opnent of new data requirenents
docunented in the “ldentify Data Requirenents” activity. These
requirenents are represented in a |logical data nodel to be
proposed as an extension to the DDM |If a data standard is not
found that neets the data requirenent, then a new DoD data
standard may be proposed. Modifications to DoD data standards or
archiving of DoD data standards may al so be proposed. Proposals
for new and nodi fied data standards are docunented in the DoD
data dictionary. A data nodel proposal package, described in
C5. Chapter 5, is the vehicle for review ng and approving
proposed data standards.
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Figure C2-F1 Data Standardi zation Activities

C2.4.3. Approve Data Standards

In this activity, proposed data standards, nodifications to
exi sting data standards, and/or requests to archive existing data
standards are reviewed for approval by the data adm nistration
community. \When approved, the data standards will result in the
expansion and/or nodification of the DDM Detail ed procedures
for the review, approval, disapproval, and resolution of proposed
data standards are provided in C6. Chapter 6.

C2.4.4. Inplenment Data Standards

This activity addresses the inplenentation and inprovenent of
approved data standards in DoD I Ss. Approved data standards
contained within the expanded DDM facilitate DoD IS noderni zati on
efforts. Detailed procedures for this activity are provided in
C7. Chapter 7.
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C3. CHAPTER 3

ROLES AND RESPONSI BI LI TI ES

C3. 1. | NTRODUCTI ON

Expansi on of the DDM and devel opnent of DoD data standards

t hrough functional area data nodeling require participation
across all functional communities. This chapter identifies the
key participants and their roles and responsibilities in the DoD
data standardi zation process. Additional DoD Data Adm ni stration
responsibilities can be found in reference (a) and reference (Q).

C3. 2. PARTI Cl PANTS

C3.2.1. Assistant Secretary of Defense for Command, Control,
Communi cations, and Intelligence (ASD(C3I))

The ASD(C3l) is the designated Chief Information Oficer (ClIO
within the Departnent of Defense. The ASD(C3l) resolves issues
for which a resolution can not be reached during the cross
functional review. The ASD(C3l) has final authority on al
i ssues.

C3.2.2. DoD Data Adm ni strator (DoD DAd)

The DoD DAd devel ops and i npl enments DoD procedures for data
standardi zation. The DoD DAd is selected by the Assistant
Secretary of Defense for Command, Control, Comrunications, and
Intelligence (ASD(C3l)). The DoD DAd responsibility has been
del egated to the Defense Information Systens Agency by the
ASD( C31) .

C3.2.3. Functional Data Adm ni strator (FDAd)

FDAds nmanage and i nplenment data adm nistration within their
functional areas. FDAds are designated by Ofice of the
Secretary of Defense Principal Staff Assistants (OSD PSAs), and
are assigned stewardship for data under their functional areas of
responsibility as specified in reference (Q).

C3.2.4. Conponent Data Adm ni strator (CDAd)

CDAds represent the services, agencies, and the CINCs. CDAds
have executive agent responsibilities over their operational
systens and ensure standardi zation and i nplenmentation of data
standards within | Ss.
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C3.2.5. Subject Matter Expert (SME)

SMEs are functional and technical experts wthin the Departnent
of Defense who support the design, devel opnent, review,
i npl ementati on and mai ntenance of DoD data standards.

C3.2.6. IS Functional Proponent

I S functional proponents provide data adm nistration support
for the inplenentation and establishment of DoD data standards.

C3.2.7. |'S Program Manager

| S program managers provide for the configuration managenent of
data and dat abases. Configurati on nmanagenent includes the use,
reuse, establishnent, and inplenentation of DoD data standards.

C3.3. ROLES AND RESPONSI BI LI TI ES

C3.3.1. ASD(C3I)

The ASD(C3l1) issues policy and gui dance on DoD Dat a
Adm ni stration, designates a DoD DAd, and resol ves data issues
t hat cannot be agreed upon by the DoD DAd, FDAds, CDAds and ot her
SMES.

C3.3.2. DoD DAd

C3.3.2.1. The DoD DAd supports the FDAds and CDAds in the
devel opment and subm ssion of their data requirenents. The DoD
DAd is responsible for integrating |ogical data nodels froma
DoD-wi de perspective, based on DoD information requirenents.
This is acconplished by maintaining the DDM The DoD DAd
perfornms technical reviews of |ogical data nodels and neta-dat a,
providing a technical disposition of data standards.

C3.3.2.2. Additional responsibilities include devel opnent of
generic and external data standards, and periodic assessnents of
DoD data standards contained in the DoD data dictionary. Through
the DoD data dictionary, the DoD DAd announces proposals for the
archival of data standards.

C3.3.2.3. Unresol ved issues that are presented after a cross
functional review are forwarded to the DoD DAd for review and
resol ution.

C3.3.3. FDAd

C3.3.3.1. FDAds are responsi ble for coordinating and
integrating all data requirenments within their functional area.
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FDAds wi Il devel op and publish a strategy for the devel opnent of
data standards within their respective functional areas. The
FDAds work directly with the DoD DAd.

C3.3.3.2. As a data steward, the FDAd is responsible for
subm tting data for standardization, functionally approving
and/ or di sapproving data, and encouragi ng inplenentation of data
standards. FDAds are responsible for notifying the registered
users of standard data elenments within their functional area when
changes are proposed to those standards. Registered users are
mai ntained in the DoD data dictionary. The FDAd is required to
review and consi der conments and reconmendati ons presented as the
result of cross functional reviews.

C3.3.3.3. Primary FDAd. Refers to the specific FDAd t hat
recei ves a data standards proposal package fromthe package
originator for approval as DoD standards. Also see
C5. Chapter 5.

C3.3.3.4. Submtting FDAd. Refers to the specific FDAd that
subm ts a data standards proposal package for approval as DoD
standards. Also see C6. Chapter 6.

C3.3.3.5. Data Steward FDAd. Refers to the specific FDAd
that is responsible for the approval of candi date data standards
contained in a data standards proposal package under their
stewardship. Also see C6. Chapter 6

C3.3.4. CDAd

C3.3.4.1. CDAds provide oversight responsibilities to ensure
the IS functional proponents and IS program nanagers are wor ki ng
to incorporate DoD data standards in the devel opnent or
nodi fication of ISs that support functional area(s).

C3.3.4.2. The CDAd provides expertise on the inplenentation
and depl oynent of data standards. The CDAd provi des expertise on
regi stering application data to DoD data standards. The CDAd is
responsi ble for reporting nmetrics on the use of DoD data
standards in |ISs under the adm ni stration and nmanagenent of the
service or agency.

C3.3.5. SME

SMEs bring detailed know edge of data details, usage in |Ss,
and reporting requirenents to coll aborative sessions and
functional reviews. SMEs support devel opers and revi ewers of
functional area data nodels with functional guidance and
assi stance for issue resolution. SMEs al so support the
integration of functional area data nodels into the DDM
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C3.3.6. IS Functional Proponent

The functional proponent for an IS is responsible for the
identification of data requirenents to be satisfied by an I S.
Under situations where an IS is to satisfy joint requirenents
across the DoD services and agencies, the functional proponent is
responsi ble for ensuring that the data needs are identified,
reconcil ed, and described. Functional proponents are responsible
for ensuring the establishnent and reuse of data standards in IS
desi gn, devel opnent, nodification, and i nprovenent efforts.
Responsibilities include the capture of netrics on the use of
data standards in IS efforts and devel opnent of data nodels
supporting the establishnment and reuse of data standards.

C3.3.7. |'S Program Manager

| S program nmanagers are responsi ble for the configuration
managenent of data and dat abases. Configuration nanagenent
responsibilities extend to the inplenentation, deploynent, and
i nprovenent of data standards. Responsibilities include the
registration of application data to DoD data standards, capturing
of nmetrics on the use of data standards in IS efforts and
devel opnent of data nodels supporting the establishnment and reuse
of data standards.
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4. 1.

| DENTI FY DATA REQUI REMENTS

4.

CHAPTER 4

| NTRODUCTI ON

Thi s chapter addresses the collection and validation of data

requirenents,

capture of neta-data requirenents

and

identification of existing data standards necessary to docunent

DoD data requirenents.

nodi fication or archiving of existing data standards.
activities are depicted in Figure C4-FLl.

This includes the requirenents for

The

Regulation, Existing Data
Policy & Standards
Guidance
Information
requirements
— Collect
Data
Updates Requirements Preliminary Data
—_—> .
1 Requirements Documented
Data
Requirements
Validate (>
Data
Requirements
2 Validated Data
Requirements
Capture
Meta data Documented
Metadata
T ‘
Identify
Existing —
Standards
4
SMEs
CDAd/FDAd DAdm Tools
DAdm
Community
NODE: Al TITLE: Identify Data Requirements (Chapter 4) NUMBER:

Figure C4-F1

C4.2. COLLECT DATA REQUI REMENTS

4. 2. 1.

Qper at i onal
descri ptions;

gui dance.

update (nodify or archive) existing data standards.

I dentify Data Requirenments

I nformati on necessary to support a specified m ssion
requi renment should be coll ected from appropriate sources.
information requirenments may be collected fromexisting ISs;
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functi onal
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information requirenents collected fromthese sources provide the
prelimnary data requirenents.

C4.2.2. Reverse engineering is a technique that may be used
as a nethod to collect information requirements from existing
| Ss. Detailed procedures are described in AP2. Appendi x 2.
This is an appropriate opportunity to associ ate existing
application data elenments to DoD data standards, by utilizing the
mat chi ng or mappi ng techni ques delineated in AP3. Appendix 3.
Mat chi ng and mappi ng are used to aid devel opers in transitioning
to the use of DoD data standards within |Ss.

C4.2.3. The data standardi zation collection activities
described in this Manual are exenpt fromlicensing in accordance
wi th paragraph E. 4.d of DoD 8910.1-M (reference (f)).

C4. 3. VALI DATE DATA REQUI REMENTS

Aut horitative sources (official regulations, policy, guidance,
public law, etc.) will be used as the basis for validating data
requi renents. Data admnistrators, subject matter experts, and

i nformati on system program nanagers are responsi ble for the
identification of appropriate sources for the data requirenents.
| f a data requirenent does not relate to an authoritative source
list it should be renoved fromthe prelimnary data requirenents.
The authoritative source for each data requirenent should be
docunented. The results of this activity are validated data
requirenents.

C4. 4. CAPTURE META- DATA

The specific characteristics for each data requirenent nust be
defined. Data requirenents have definitive characteristics that
quantify, identify, or describe a representational,
admnistrative, or relational concept. Mta-data are
characteristics of data such as definitions, domains, and units
of neasure. The specific set of neta-data required for data
standardi zation is defined in APl. Appendix 1. The neta-data
for all unclassified DoD data standards wll reside in the DoD
data dictionary. The neta-data for all classified DoD data
standards will reside in the Secure Intelligence Data Repository
(SIDR) (AP9. Appendix 9).

C4.5. | DENTIFY EXI STI NG STANDARDS

C4.5.1. Meta-data provides the foundation for conparing the
data requirenents agai nst existing data standards. The reuse of
existing data standards will control redundancy and pronote data
shareability.



C4.5.2. Reuse applicable external (federal, national and
international) data standards before creating or nodifying a
DoD data standard. FDAd's should be consulted to identify
exi sting standards within their functional areas. The DoD data
di ctionary should al so be used to | ocate adopted external and
DoD data standards. Detailed procedures on reusing existing
data standards are discussed in AP4. Appendix 4.

C4.5.3. External data standards may have to be nodified to
conformto the requirenments of these procedures. Modifications
may have to be nmade to the external data standard nane,
definition, or other characteristic to adapt the external data
standard for DoD use. Detailed procedures on adopting external
data standards for DoD use are contained in AP4. Appendix 4.
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C5. CHAPTER 5

DEVELOP DATA STANDARDS

C5.1. | NTRODUCTI ON

Thi s chapter addresses the design and functional coordination of
new data standards, nodification to existing data standards,
archiving of existing data standards, and the preparation and
subm ttal of a data standards proposal package. The activities
are depicted in Figure C5-FLl.

Regulation, Existing Data
Policy & Standards
Guidance
Documented Data
Requirements i
4 D;s;gn Developmental
ata Data Standards
Standards - IDEF1X Data Model
o 1 - Entities
Data Modification - Data Elements
Requirements
Functionally
Coordinate Coordinated
Developmental Developmental
Data Standards Data Standards
- IDEF1X Data Model
2 - Entities
T - Data Elements
- Data Standards
Submit Proposal Package
Proposal »
Package
SMEs 3
DAdm Tools
CDAdJ/FDAd
DAdm
Community
NODE: A2 TITLE: Develop Data Standards (Chapter 5) NUMBER:

Fi gure C5-F1 Devel op Data Standards

C5. 2. DESI GN DATA STANDARDS

C5.2.1. Al DoD data standards are based on an information
engi neeri ng approach where docunented data requirenents are
nodel ed (|l ogical data nodel) to the Third Normal Form (3NF). An
Entity Relationship Diagram (ERD) is a graphical representation
of a logical data nodel. The design of devel opnental data
standards includes the creation of an | DEF1X data nodel, entities
and data el enents. Devel opnental data standards include both new
data requirenents and nodifications to existing data standards.
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C5.2.2. Devel op Data Model

C5.2.2.1. The first step in the design of devel opnental data
standards is to nodel the docunented data requirenents. |DEF1X
is the approved DoD standard for nodel presentation and the
nodel ing notation that is used to expand and mai ntain the DDM
Dat a nodel s devel oped in other than the | DEF1X nethod nust be
capabl e of conversion to |IDEF1X syntax. Refer to AP2. Appendi x
2 for procedures regardi ng reverse engineering of data nodels.

C5.2.2.2. A version of the DoD Data Model (DDM no | onger
than one rel ease old (approved and candi date data standards) mnust
be used as the basis for the logical nodel. This ensures that
relevant entities and attributes are incorporated into the
| ogi cal data nodel where appropriate. Proposed nodifications to
approved entities, attributes and entity rel ati onships should be
incorporated into the | ogical data nodel. Through iterative
steps the | ogical data nodel should be fully attributed and
normalized to third normal form

C5.2.2.3. Entities and attributes should be naned and defi ned
as described in AP5. Appendix 5. Relationship nanes between
entities (business rules) are nmandatory.

C5.2.2.4. Detailed procedures for devel opi ng | DEF1X data
nodel s are contained in reference (b). Additional guidance for
devel opi ng |l ogical data nodels for integration with the DDMi s
contained in AP6. Appendix 6.

C5.2.3. Docunent Devel opnental Entities and Data El enents

C5.2.3.1. The entities and attributes defined in the |ogical
dat a nodel becone the devel opnental entities and data elenents in
the DoD data dictionary. The originator will enter the
devel opnmental entities and data elenents into the dictionary with
t heir associ ated net a- dat a.

C5.2.3.2. Mddifications to approved DoD data standards nust
al so be entered into the DoD data dictionary. These
nodi fications will be entered as a devel opnental version of the
approved DoD data standard. |If the nodification is approved, the
previ ously approved DoD data standard will be archived.

C5.2.3.3. The DoD data dictionary nust be updated to reflect
a request to archive an approved data standard. |In this case, a
version of the approved data standard is generated to reflect
“Submt for Archive” status instead of “Devel opnental” status.
Met a-data requirenments are defined in AP1. Appendix 1. Refer to
the DoD data dictionary for the nost recent neta-data
requi renents and procedures for using the data dictionary.
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C5.2.3.4. Any data elenment with a specific domain nust have
its conplete set of domain val ues docunented in the DoD data
dictionary. All data elenents using the class word “CODE’ nust
have a specific donain.

C5.2.3.5. Any data elenents using the class word “I1 DENTI FI ER’
and proposed as prinmary key attributes nust represent “real
worl d” identifiers and be unique across the DoD. The Authority
Ref erence Text, cited for these | DENTIFIER data el enents and
docunented in the DoD data dictionary, should contain the
justification for the use of the identifier and the nethod for
howit is created and naintained. |f the Authority Reference
Text does not provide this information, the nethod and/or plan
for creating and maintaining the identifier should be docunented
in the DoD data dictionary in the data el enent Conment Text.
(See AP1. Appendix 1 for the definition of the data el enent
nmet a-data requirenents, Authority Reference Text, and Comment
Text.)

C5. 3. COCRDI NATE DEVELOPMENTAL DATA STANDARDS

C5.3.1. Aprelimnary review shall be conducted within the
functional community to coordinate the devel opnental data
standards. This is an iterative process requiring the
participation of the originator, SME(S), CDAd(s), and FDAd(Ss).
For alternative data standardi zati on devel opnent activities,
refer to AP7. Appendix 7.

C5.3.2. Data standards originating in support of an OSD
functional area requirenent should be coordinated with the
appropriate FDAd. Data standards originating wthin a Conponent
or at the Conponent |evel shall be coordinated with the
appropriate CDAds and FDAds.

C5.3.3. Prior to placing proposed nodifications to approved DoD
data standards into candi date status, the nodel originator wll
coordi nate proposed changes with the affected IS program nmanagers
that have regi stered as users of the approved DoD data standards.
This coordination will enable IS program nanagers to neasure the
i npact of the proposed nodifications on existing systens. Based
on this inpact assessnent, the appropriate FDAd(s) w il determ ne
the disposition of the proposed nodifications to the approved
dat a standards.

C5.3.4. The participants are encouraged to discuss the
devel opnental data standards with their functional and DoD
counterparts. Appropriate FDAds shall conduct a prelimnary
review and provide appropriate response to the originator within
30 wor ki ng days.
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C5.3.5. This review ensures that:
C5.3.5.1. The data standards do not al ready exist.

C5.3.5.2. The devel opnental data standards conply with the
gui dance set forth in this Mnual

C5.3.5.3. The devel opnental data standards are in the DoD
data dictionary.

C5.3.5.4. Functional data stewardship assignnent for each
proposed data standard has been assessed by the proposed FDAd
st ewar d.

C5.3.5.5. The logical data nodel is functionally integrated
with the DDM

C5.3.6. Any issues identified during the prelimnary review
nmust be resol ved during this coordination.

C5.3.7. This activity results in functionally coordi nated
devel opnental data standards. The originator shall forward the
devel opmental data standards to the primary FDAd in a data
st andards proposal package as specified in AP8. Appendix 8.
Wthin 30 days of receiving the proposed data standards, the FDAd
nmust provide to the originator and the DoD DAd a schedul e for
forwardi ng a conpl eted proposal package to the DoD DAd. For
details on the recomended tool set, refer to AP9. Appendix 9.

C5.4. SUBM T PROPCSAL PACKAGE

This activity addresses the subm ssion of a data standards
proposal package for approval as DoD standards. The FDAd w ||
propose the functionally coordinated devel opnental data standards
as an extension or update to the DDM Detail ed procedures for
assenbling and submtting the proposal package are contained in
AP8.  Appendi x 8.
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C6. CHAPTER 6

APPROVE DATA STANDARDS

C6. 1. | NTRODUCTI ON

This chapter addresses the technical and cross functional review
and approval of data standards. It includes the nodification or
archiving of existing data standards. These activities are
depicted in Figure C6-F1.
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Figure C6-F1 Approve Data Standards

C6. 2. PERFORM TECHNI CAL REVI EW

C6.2.1. Wien the DoD DAd receives the proposal package fromthe
FDAd, it is validated as described in AP8. Appendix 8. |If the
package is inconplete, the DoD DAd will coordinate with the
submtting FDAd to obtain the mssing information. Once it is
determ ned the package is conplete, notification will be nmade to
the submtting FDAd and a technical review wi ||l be perfornmed by
the DoD DAd. Results of this technical review w || be provided
to the proposal package creator and submtting FDAd within 20
wor ki ng days.
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C6.2.2. The devel opnent al

data standards are technically

reviewed to ensure that they conformto requirenents established

in this Manual .
dat a npdel

| ogi cal

and the DDM for
DAd may request an instance table to better
requi renent bei ng proposed.

in Figures C6-F2 and C6- F3.

This includes an inpact analysis of the proposed
i ntegration purposes.
understand the data
| nstance tabl e exanpl es are depicted

PERSON Tabl e (abbrevi at ed)

PERSON identifier

PERSON birth

PERSON eye color

PERSON usual weight

(KEY) date code

555- 82- 2256 19660203 BL (blue) 185
695- 44- 2635 19690203 HZ (hazel) 125
123-45-6789 19551225 BR (brown) 210

Figure C6-F2 PERSON | nstance Tabl e Exanpl e

C6.2.3. The attribute PERSON identifier
PERSON t 0 PERSON- NAVE;
dat e and PERSON- NAME cat egory code further
Thi s accommodat es nane changes,
person (identified by PERSON

NAME text attribute.
for a particular

changes, etc.
identifier).

the other two key attributes,
identify the PERSON

has m grated from

PERSON- NAMVE

title

PERSON- NAME Tabl e

PERSON identifier PERSON-NAME date PERSON-NAME PERSON-NAME text
(KEY migrated from (KEY) category code

PERSON table) (FIMISICIT) (key)

123-45- 6789 19551225 F (first name) Ni chol as

123- 45- 6789 19551225 S (surname) Jones

123- 45- 6789 19551225 M (middle name) Frederick

695- 44- 2635 19890205 S (surname) Ri char dson
123-45- 6789 19551225 T (honorary title) M st er

123- 45- 6789 19551225 C (cadency) Juni or

Fi gure C6-F3 PERSON- NAME | nstance Tabl e Exanpl e

C6.2.4. The technical

C6.2.4.1.

Ensures that the devel opnenta

revi ew achi eves the foll ow ng:

dat a st andards do

not conflict with any existing candi date or approved data

st andar ds.

C6.2.4.2. Validates and integrates the proposed data
standards with the current working version of the DDM

C6.2.4.3. Ensures all

entity and attribute neta-data

information is conplete and conforns to the requirenents set

forth in this nanual

5.)

(See AP1.
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C6.2.4.4. Ensures that |DEF1X nodel devel opnent and
representation guidelines specified in AP5. Appendix 5 and
reference (b) are adhered to.

C6.2.4.5. Verifies cardinality and rel ationshi p nanes.
C6.2.4.6. Verifies functional stewardship.

C6.2.5. The DoD DAd will coordinate with the FDAd to resol ve
techni cal and data stewardship assignnent issues raised during
the review Once technical issues are resolved, the data
standards are nodified by the creator. The DoD DAd then prepares
a cross functional review package and coordi nates with the FDAd
to pronote the devel opnental data standards to candi date status
in the DoD data dictionary. The FDAd and/or DoD DAd will pronote
t he devel opnental data into candidate status. The cross
functional review package contains the foll ow ng:

C6.2.5.1. An integrated view of the proposed | ogical data
nmodel with the DDM

C6.2.5.2. Alist of the candidate entities and data el enments.

C6.2.5.3. As applicable, a description of proposed
nmodi fications to existing data standards.

C6.2.5.4. As applicable, a description of archival requests
of existing data standards.

C6.2.5.5. A cover letter containing the follow ng
i nformation:

C6.2.5.5.1. Proposal package tracking nunber.
C6.2.5.5.2. DoD DAd point of contact information.
C6.2.5.5.3. Submtting FDAd information.
C6.2.5.5.4. Comment and recommendati on suspense date.
C6.2.6. The cross functional review package is distributed to
the data adm nistration community for review. This distribution

may be acconplished via fax, E-mail or other nedia.

C6. 3. PERFORM CROSS FUNCTI ONAL REVI EW

C6.3.1. The formal cross functional review ensures that the
candi date data standards are represented uniformy with a DoD
perspective. This review provides all DoD FDAds and CDAds the
opportunity to review proposed extensions to the DDM The cross
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functional review period is 20 workdays. The review period
begins on the first full day after notification is sent out. The
cross functional review acconplishes the foll ow ng:

C6.3.1.1. Ensures the candidate entities and data el enents
and required neta-data are clear, neaningful and consistent with
cross functional area m ssion, objectives and information
requirenents.

C6.3.1.2. Validates that the candidate entities and data
el enents are represented uniformy wth a DoD perspective so that
they can be interpreted consistently.

C6.3.1.3. Validates that the entity rel ationships accurately
reflect business rules that are inplenented uniformy with a DoD
per specti ve.

C6.3.1.4. Validates the requirenment for the data standards
within the framework of the DDM

C6.3.1.5. Provides the functional community with the
opportunity to review proposals for archived data and determ ne
the inpact the archival will have on current inplenentation.

C6.3.1.6. Ensures conponent unique data requirenents are
represented using as general term nology as possible. (non
Servi ce specific)

C6. 3. 2. Non-concurrence on a candi date data standard shall be
based on an operational data requirenent supported by both:

C6.3.2.1. Afull justification including docunentation
(source regul ations, mssion statenents, official policy, DoD
Directives, |laws, etc.) and where applicable, the estinmated
i npl ementation costs and/or m ssion inpact to support the
di sapproval .

C6.3.2.2. One or nore technically and functionally conpliant
recommended alternatives with the estimted costs for
i npl enment ati on where applicable.

C6.3.2.3. Comments and or recommendati ons may not be accepted
if they do not neet the criteria or if they are sent after the
allotted review period as specified in the cover letter.

C6.3.3. This activity results in functionally reviewed data
standards and the docunentation of comments and recomendati ons
generated fromthe cross functional review Review ng activities
will forward their coments and recommendations to the submtting
FDAd, data steward FDAds, and the DoD DAd in electronic copy
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format (ASCI1). The proposal package tracking nunber nust be
i ncluded with the comments.

C6. 4. DETERM NE DATA STANDARDS DI SPCSI T1 ON

C6.4.1. This activity describes the actions to be taken by the
data steward FDAds and the DoD DAd on the candi date data
standards as a result of the comments and recomendati ons
received during the cross functional review Final disposition
is conducted within 10 workdays after conpletion of the cross
functional review.

C6.4.2. The data steward FDAds and the DoD DAd eval uate the
comrents. The FDAd will determne the forumto obtain consensus
on the data standards. The DoD DAd will assist the FDAd in
determ ning the appropriate participants in the resol ution
pr ocess.

C6.4.3. The data steward FDAds and DoD DAd wi || ensure
modi fications are nade to the DDM entities and data el enents
based on comrent resolution. The FDAd will ensure their
respective |logical data nodel is updated accordingly.

C6.4.4 Based upon the above eval uation, the data standards
wi |l either be approved, archived, disapproved, or forwarded for
resol ution.

C6.4.4.1. Approved. The data steward FDAds and the DoD DAd
wi Il change the candidate entities and data elenents in the DoD
data dictionary to “approved’”. The FDAd provides functional
approval and the DoD DAd provides technical approval.

C6.4.4.2. Approval of Generic Elenents. The data steward for
generic elenents is the DoD DAd, who w || make the approval
deci sion. The approval of new generic elenents shall be based on
t he FDAd recomrendati ons and the foll ow ng:

C6.4.4.2.1. The analysis of existing data elenents to
ensure that an existing class cannot be nodified to include the
new cat egory.

C6.4.4.2.2. Extension of the DDMto ensure that data
elements will be created to fit into this new cl ass.

C6.4.4.2.3. Requirenents to manage a new class of data for
whi ch standard rul es are required.

C6.4.4.2.4. The DoD DAd wi Il update the DoD data dictionary
accordi ngly upon the approval deci sion.



C6.4.4.3. Archived. Archival of data standards can occur in
the foll ow ng ways:

C6.4.4.3.1. Approval of nodifications to existing data
standards (entities, data elements and associ ated rel ati onshi ps).
This results in the archival of the previously approved version.

C6.4.4.3.2. Approval of request to archive an existing data
standard (entities, data elenents and associ ated rel ati onshi ps).
This results in an “archived” data standard. A historical file
will be maintained for archived data.

C6.4.4.4. Disapproved. The data steward FDAd and t he DoD DAd
w || change the candidate entity(s) and data elenent(s) in the
DoD data dictionary to “di sapproved”.

C6.4.4.5. Forwarded for Resolution. Docunented functional
i ssues not resolved by the DoD DAd and data steward FDAds wi Il be
coordinated with the applicable PSAs and forwarded to the
Director, Defense Information Systens Agency for final
resol ution.

C6.4.5. The submtting FDAd w |l ensure that data stewards and
dat a st akehol ders provide appropriate witten di sposition on each
comment received fromthe cross functional review. The proposal
package FDAd will distribute these witten dispositions to al
data stewards and the DoD DAd. Upon final disposition, the DoD
DAd wi || update the DDM accordingly.

C6.4.6. The principal outputs of the “Approve Data Standards”
activity are:

C6.4.6.1. An extended DDM whi ch has been revi sed by updates
to DoD data standards (approved, archived, and di sapproved
st andar ds) ;

C6.4.6.2. DoD data standards required for system devel opnent
or nodernization efforts.

C6.5. PERI ODI C REVI EW OF DATA STANDARDS

C6.5.1. On a periodic basis, the FDAds will review all data
st andards that have not been approved and have renmained static in
the DoD data dictionary for |onger than 30 days. The FDAd wil |
t ake appropriate disposition on these data standards.

C6.5.2. The DoD DAd will run periodic reports on these data
standards to assist the FDAds in determ ning appropriate
di sposition. Enphasis will be placed on the inplenentation of
DoD data standards within information systens. DoD data
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standards that do not have information systens regi stered agai nst
themw ||l be reported to the appropriate FDAd.

C6.5.3. Devel opnental and candi date data standards that have
not been approved and have remai ned static for |onger than one
year with no revisions or nodifications, wll be renoved fromthe
DoD data dictionary and users notified.
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C7. CHAPTER 7

| MPLEMENT DATA STANDARDS

Cr. 1. | NTRODUCTI ON

Thi s chapter addresses several data standards inplenentation
activities. The chapter is an overview of these activities since
each inplenentation wll be unique in technical design and data
requi renents. I nplenentation of DoD data standards contained in
the DoD Data Mbdel (DDM shall be interpreted to nean that the
DDM wi || serve as the | ogical database schema defining the nanes,
representations, and relations of data within DoD systens.

System devel opers conply by using this database schena as the
basis for their own physical database schenmas. Devel opers of new
and existing systens shall maintain traceability between their
physi cal database schenma and the DDM by regi stering the use of
data standards in the DDDS.

Cr7.2. GENERAL SYSTEM CONSI DERATI ONS

C7.2.1. DoD maintains two synchroni zed tools for the storage
and configuration managenent of DoD data standards. The first
tool, called the DDM dat abase, is a relational database used to
store and maintain the DDM It holds the | DEF1X representation
of the DDM and contains entities, attributes, and entity
rel ati onshi ps (business rules).

C7.2.2. The second tool is the Defense Data Dictionary System
(DDDS). The DDDS is used to store and nmaintain information about
DoD data standards. It contains standard data and its associ at ed
nmet a-data. For exanple, the DDDS contains the foll ow ng, as
appropriate, for each approved standard data elenent: entity,
class word, data el enent nanme, data el enent definition, access
name, data type, maximumfield | ength, |ow range, high range,
domai n val ues, and domai n val ue definitions.

C7.2.3. The DDM and the DDDS contain all the information
necessary to create a data dictionary for an IS. Information in
t hese tools can be used to devel op database design specifications
that can be converted to specific Database Managenent Systens
(DBVMS) Data Definition Languages (DDL). Portions of the nodel
can be selected to support specific functions or applications.

Cr.2.4. Activities relevant to the inplenentation of standards:
regi ster use of DoD data standards, transforml ogical data node
to physical schema, refine database schema, and inprove DoD data
standards, are depicted in Figure C7-FLl.
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Figure C7-F1 | npl enent Data Standards
C7. 3. REG STER USE OF DoD DATA STANDARDS

C7.3.1. In using DoD data standards, inplenmenters should be
aware that DoD policy on registering the use of DoD data
standards applies to both IS noderni zation efforts and
nodi fications of existing ISs. This consists of DoD system
noder ni zation efforts authorized by Congressional mandate and/ or
under the Major Automated I nformation System Revi ew Counci
(MAI SRC) guidelines. Registering the use of DoD data standards
is acconplished by associating a specific Defense Integration
Support Tools (DI ST) application with DoD standard data el enents
contained in the DDDS. The specific function in the DDDS is

referred to as “Associating Applications Wth Standard Dat a
El enents.”

C7.3.2. DoD mgration systens should use the matching and
mappi ng gui delines delineated in AP3. Appendix 3 to facilitate
the transition to DoD data standards in conjunction wth changes
in the underlying data structures that support these systens.

Mat chi ng application data elenents to DoD standard data el enents
is considered as using DoD data standards. Mapping application
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data el enments to DoD standard data el enents is not consi dered as
usi ng DoD data standards.

Cr7.4. TRANSFORM LOG CAL DATA MODEL TO PHYSI CAL SCHENA

The |1 DEF1X | ogi cal data nodel devel oped and approved as specified
in C4. Chapter 4, C5. Chapter 5, and C6. Chapter 6 can be
transfornmed into an initial physical schema. This schema is then
used to guide the devel opnent of a physical database. There are
several actions that should be taken to transform DDM entities,
rel ati onships, and attributes into physical equivalents:

Cr.4.1. DDM Entity and Attri bute Conversion

Cr.4.1.1. Transformthe entity label fromthe DDMinto a
physi cal table nanme. Follow ng Defense Information
Infrastructure (DIl1) Common Operating Environnment (COE)
Integration and Runtine Specification (I&RTS) (reference (i))
rul es, table names should be | ess than or equal to 26 characters.
CGenerally, table nanes should use the entity access nanes which
utilize generally accepted acronyns (e.g., ORG ClV), and be as
short as possible to facilitate their use in DoD ISs. Entity
access names can be obtained fromthe DoD data dictionary.

C7.4.1.2. The physical equivalent to the attribute nanme from
the DDDS is the data el enent access nane. Data item (col um)
nanmes shoul d be |l ess than or equal to 18 characters.

Cr.4.2. Data Type Sel ection

Physi cal equivalents to the data standards contained in the DDM
requi re selection of appropriate data types based on the target
physi cal database. Figure C7-F2 shows equival ent DDDS, SQ.,
SYBASE, and ORACLE data types. Factors affecting selection of
data types include:

C7.4.2.1. Methods used by Conmmercial off-the-shelf (COTS)
DBVS to i npl enent character string -data types: CHAR VARCHARZ?,
and LONG Inportantly, the use of each of these data types may
be constrained by a maximumfield |l ength. For exanple, the data
type CHAR can be no | onger than 255 characters; VARCHAR2 can be
no | onger than 2000 characters; LONG holds as nuch as 2 gi gabytes
of data. In selecting an appropriate application data type,

i npl enenters are advised to | ook at the maxi num character count
quantity (i.e., Field Length) for the data item

Cr.4.2.2. Cass word specified for the standard data el enent.
Qualitative class words (e.g., Code, ldentifier, Name, text) are
typically inplenented by one of the character string data types:
CHAR, VARCHAR2, LONG  Special attention should be paid to the
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use of the class word identifier. To preclude data type
transformations in situations where mat hemati cal conputations are
required, it is recomended that the SQ data type | NTEGER and/ or
equi val ent DBMS data type be used.

DDDS Dat a Sybase ORACLE
Types SQL Data Types Data Types Data Types
Char acter- |[CHAR(Nn) CHAR( n) CHAR( n)
String CHAR VARYI NG n) | VARCHAR( n) VARCHAR2( n)
TEXT( n) LONG
| nt eger | NTECER | NT NUMBER
SMALLI NT SMALLI NT
Fi xed- NUVERI C( p, S) NUVERI C( p, S) NUMBER( p, S)
Poi nt DECI MAL( p, S) DECI MAL( p, S)
Fl oati ng- |FLOAT(Db) FLOAT( b) NUMVBER
Poi nt DOUBLE PRECI SI ON | DOUBLE FLOAT( b)
REAL PRECI SI ON
REAL
Bit-String | MAGE RAW( n)
LONG RAW

Figure C7-F2 DDDS Data Types and Equi val ents

Cr.4.2.3. Data elenents using quantitative class words. The
follow ng quantitative class words are typically inplenented
under ORACLE with the data type NUMBER  Anount, Angle, Area,

D nensi on, Mass, Quantity, Rate, Tenperature, Vol unme, and Wi ght.
Speci al attention should be given to both precision and scale in
using the data type.

Cr.4.2.4. Data elenents using the quantitative class words,
Date and Ti ne. | npl enent ers should be aware that COTIS DBMS
of fer DATE as a data type to handle both date and tinme. In
situations where the turn of the century data mani pul ation
problem (i.e., year 2000 issue) can be handled by the use of the
DATE data type, it should be used. |In data interchange
situations, a date attribute is a character string with the
followng format: YYYYMVDD;, a tine attribute is a character
string wwth the format: HH MM SS.

Cr.4.2.5. Low range specification for a standard data
elenent. In the DDDS, for exanple, the low range for a standard
data el enent nmay be -999.99 with the nmaxi mum character count
gquantity docunented at 7 to account for the negative sign and the
deci mal point. Many COTS DBMSs handl e both signed data and the
pl acenent of the decimal point through the use of precision and
scal e variables. Under SQ conpliant databases the follow ng
specification is the sane as -999.99: NUMBER(5, 2).
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C7.4.3. Oher Factors

Physical inplenmentation will require the capture of the
appropriate field length for each data item This information is
carried in the DDDS as the maxi mum character count quantity. For
guantitative attributes, the physical inplenentation should
capture the all owable | ow range and hi gh range val ues. For
qualitative attributes, the physical inplenmentation should use
all or a subset of approved domain val ues and domai n val ue
definitions.

Cr.4.4. Practical Application of Transformation Rul es

Cr.4.4.1. Figure C/-F3 depicts these transformation rules
using the logical nodel for the storage and mai ntenance of
Federal Information Processing Standard 10-4 (FIPS 10-4)
(reference (j)) country codes.

LOGICAL MODEL PHYSICAL INSTANCE TABLE

COUNTRY TABLE NAME: COUNTRY
COUNTRY CODE COLUMN NAME CY_CD CY_NM CY_ABBRD NM
KEY TYPE PK
COUNTRY NAME NULLSUNIQUE NN,U NN
COUNTRY ABBREVIATED NAME | [FK REF Table
COUNTRY SCOPE NOTE TEXT FK REE NAME
DATA TYPE CHAR VAR CHAR 2 CHAR
MAX. FIELD LENGTH 2 50 5
SAMPLE DATA AF AFGHANISTAN
AS AUSTRALIA
BF BAHAMAS, THE
BK BOSNIA AND
HERZEGOVINA
GQ GUAM
HR CROATIA
MK MACEDONIA
SR SERBIA
us UNITED STATES
Zl ZIMBABWE

Figure C7-F3 Transition from Logi cal Data Mbdel to Physical Table
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C7.4.4.2. The entity COUNTRY beconmes the table COUNTRY. The
data itens in the table (colum nanes) are the access nanmes from
the DDDS. The data types (e.g., CHAR, VARCHAR2) were sel ected
based on the information on data types. The field length for
each data itemwas taken fromthe DDDS as the maxi mum character
count quantity.

C7.4.4.3. The inplenentation of the data standards requires
that: physical tables be created in the appropriate Data
Definition Language (DDL), the country table be populated with
t he standard domai n val ues and domain val ue definitions. These
two activities are illustrated in Figure C7-F4. This figure
shows the | oad script that has been witten to popul ate the
country table.

ASCII File(s)

AF|JAFGHANISTAN,
ASAUSTRALIA|Includes Marquarie I sland.

BFIBAHAMASIExcludes TURKS and CAICOS Ilands (TK) which is
aBritish Colony.

BK|BOSNIA & HERZEGOVINA.,

GQI|GUAM|US Territory

HRICROATIA,,,

MKIMACEDONIA,,,

SRISERBIA,,

iJS|UNITED STATES]Includes only the States and District of
Columbia. Each outlying areais separately identified.

Z|ZIMBABWE|Became independent April 18 1980. Former British Colony of Southern

Rhodesia
Physical Tables in DDL SQL Load Script
CREATE TABLE CTRY LOAD DATA
(CY_CD  CHAR(2NOT NULL, INFILE‘LO_CY.TXT
CY_NM VARCHAR(50)NOT NULL, INSERT INTO TABLE CTRY
CTRY_SCPE_NTE_TX VARCHAR(50) FIELDS TERMINATED BY “|’
TRAILING NULLCOLS
PRIMARY KEY (CY_CD)); (CY_cp,

CY_NM,
CTRY_SCPE_NTE_TX)

Figure C7-F4 Extraction and Load of Standard Domain Val ues and
Domai n Val ue Definitions
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Cr.4.4.4. The inplenentation of the data is not quite
conplete. Additionally, inplenenters nust anal yze the inpact
that the transition to the data standard will have on the
operational system Several types of inpacts are antici pated:

C7.4.4.4.1. An existing country code table nay have to be
dropped froman IS. This will require an analysis of nethods and
procedures on how to effectively drop the table w thout
di srupting data integrity.

C7.4.4.4.2. Domain values and domai n val ue definitions may
be added to an existing country code table. This approach
provides for an increnental adoption of the standard and may
allowtine to conplete the transition to approved standards.

C7.4.4.4.3. Existing docunentation on an operational IS may
have to be updated. It is recommended that updates be nmade on a
case-by-case basis to only essential docunents. Typically these
are user manual s, mai ntenance manual s, and dat abase
specifications. The nost effective way to ease the update is
t hrough the use of help screens, on-line notifications, and
change pages to el ectronic and paper docunents.

C7.5. REFI NE DATABASE (DB) SCHEMA

C7.5.1. The exanpl e provided on the inplenentation of a
standard country code table is used for explanatory purposes
only. The individual 1S performance environnment will be used as
the basis for the refinement of the initial physical DB schema

C7.5.2. Additional factors to be considered in inplenenting
data standards include: table consolidations, DBMS performance,
deci sion support (retrieval) optim zation, tinme stanped data,
transacti on processing (insertion and update) optim zation, data
security and MLS requirenents, data distribution and replication,
data fusion in the Command and Control (C2) tactical and
intelligence functions, and alternate ways to inplenent concept
and/ or | ogi cal data nodels.

C7.6. | MPROVE DoD DATA STANDARDS

C7.6.1. The inplenentation of data standards is the final
val i dation of approved DoD data standards. To support the DoD IS
interoperability goals, it is inperative that the DDM and the
DDDS refl ect data standards that are both inplenented and
operational. To fulfill this requirenment, the inplenentation of
data standards includes the nodification and i nprovenent of data
standards. These nodifications and i nprovenents nay be as sinple
as adding a domain val ue and donmain value definition to an
approved list. They may be as sinple as changing an all owabl e
field length (nmaxi mum character count quantity). They may be

53



entire replacenents for an i ndependent entity view or subject
ar ea.

C7.6.2. Modifications and i nprovenents may al so i nclude the
identification of data standards that are no | onger inplenented
inany IS, and therefore should be archived. Watever the case,
the nodification and i nprovenent of DoD data standards requires
the participation of Central Design Activities, system
devel opers, and inplenenters. This activity provides for the
identification, classification, and anal ysis of potenti al
i nprovenents to DoD data standards that are driven by the
i npl enmentati on and depl oynent of data standards.

C7.6.3. Once nodifications to existing standards have been
identified and proposed (as discussed in C4. Chapter 4,
C5. Chapter 5, and C6. Chapter 6), it is the responsibility
of the organi zations assigned to develop or maintain ISs to
determ ne the inpact of the proposed nodifications. Coments and
concerns regarding the proposed nodifications should be addressed
t hrough the cross functional review process, as detailed in
C6. Chapter 6. |If proposed nodifications are approved the
previ ous version of the data standard is archived. Users of the
archived data standard nust, within a 12 nonth period, either
i npl enent the new version of the data standard or submt to the
appropriate FDAd and DoD DAd a plan for inplenenting the new
versi on.



AP.1 APPENDI X 1

VETA- DATA REQUI REMENTS

The nmeta-data requirenments for DoD data standards are listed in
the followng tables. Meta-data are annotated as “M” "C " or
"O" in the “OBLI GATION' colum as foll ows:

M = Mandatory - always required

C = Conditional - required to be present under certain
specified conditions

O = Optional - allowed but not required

Met a-data requirements are docunented in the DoD Data Dictionary.

AP1.1. ENTITY META- DATA

ATTRIBUTE OBLIGATION ATTRIBUTE DEFINITION

Entity Name M The | abel of an entity; nust be a
noun or noun phrase with the entire
phrase connected by hyphens; mnust
accurately reflect the
characteristics (attributes) of
itself, especially its domain

Access Name M An abbreviated nane representing a
specific entity.

Definition Text M The narrative description of what an
entity is.

Comment Text o Addi tional narrative description of
an entity.

Version ldentifier M Used for configuration nanagenent of

t he object; based on nodifications of
approved standards; system generated
based on actions taken by the
appropriate data adm ni strators.

Counter ldentifier M The “record nunber” within the DDDS
(system generated); unique to the
category of data standard.

Status Code M The stage wi thin the approval cycle;
system gener at ed based on actions
taken by the appropriate data

adm ni strators.

Functional Area M An indicator of the functional area
ldentifier of responsibility within the

Depart ment of Defense to which an
entity or data el ement belongs. Can
be selected froma list in the
system Areas may be added and/or
nodi fi ed based on custoner request
supporting changes to m ssions of the
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Steward Name

Dependent on functional area; a
steward is responsible for certain
functional areas and the validity of
data contained in standard data

el ements within the functional area.
This is system generated based on the
functional area identifier

Using Model Name

The association of an entity with one
or nore data nodels.

APl1. 2. DATA ELEMENT

VETA- DATA

ATTRIBUTE

OBLIGATION

ATTRIBUTE DEFINITION

Standard Data Element
Name

M

The | abel of an attribute, conprised
of a mninmumof an entity and generic
el ement; may contain property

nodi fier(s) providing additiona
descriptions; may utilize generic
data; nust be a noun or noun phrase
and accurately reflect the
characteristics (neta-data) of the
attribute, especially domains.

Counter ldentifier

The “record nunber” within the DDDS
(system generated); unique within a
category of data standard.

Status Code

The stage within the approval cycle;
DDDS gener at ed based on actions taken
by the appropriate data

admi ni strators.

Service and/or Agency
Component Code

The organi zation to which the creator
i s assigned (system generated).

Short Access Name

A short abbrevi ated nanme representing
a specific data elenment. An access
name is used to reference a data

el enment in a database and nust
conformto the syntactica

requi renents of the database
managenent system (DBMS) or
progranmm ng | anguage of the
application in which a data el ement
is used. The maximumlength for an
access nane is 18 characters. The
systemw || generate an access nane
if one is not provided.
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Long Access Name

A |l ong abbrevi ated nane representing
a specific data elenent. This nanme
is used to reference a data el enent
in a database and nust conformto the
syntactical requirenents of the

dat abase nanagenent system (DBMS) or
progranmm ng | anguage of the
application in which a data el ement
is used. The maxinmumlength for a
functi onal abbreviation access nane
is 30 characters.

Data Type Name

The nane of the way domain values are
stored in a database. The generic
data elenments with class words having
a data type of “integer” will be
nodi fied with a comment (coment text
field) as follows: Data el ement
using the data type “integer” should
fit into a 32 bit representation.

The hi gh range val ue of a signed
integer is limted to “2.1 billion”

(in the range -2% to 2%-1); data
requi renents of greater val ues should
use the data types “floating point”
or “fixed point”.

SQL Data Type Name

The SQL nanme of the way domai n val ues
are stored in a database.

Functional Area
Identifier

An indicator of the functional area
of responsibility within the DoD to
which an entity or data el ement

bel ongs. Can be selected froma |ist
in the DDDS. Areas nmay be added
and/or nodified based on custoner
request supporting changes to

m ssions of the DoD

Security Category

A classification assigned to the data
el enent donain value identifiers
stored in some physical nedia to show
the I evel of protection required to
prevent their disclosure.

Maximum Character Count
Quantity

The field length of the data; it
shoul d be | arge enough to accommodat e
all requirenments, yet precise enough
to allow for accuracy.

Timeliness ldentifier

A description of the frequency of
updates to the domain, this
information will informinplenmenters
and/ or dat abase adm ni strators when
to refresh their tables.
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Standard Authority
Identifier

The identifier of the federal
national or internationa

organi zati on that approved the data
el enent donmain value identifiers for
a standard data el enent.

Justification Category

The classification of the positiona
al i gnment of domain values in a
storage field.

Steward Name

Dependent on functional area (system
gener at ed based on the functiona
area identifier); a steward is
responsi ble for certain functiona
areas and the validity of data
contained in standard data el enents
wi thin the functional area.

Derivation Code

Describes if the attribute and/or
data elenment is atomc or the
category of derivation. The two
categories of derivation are derived
and conposite.

a. Composite data element:
Conposite data el ements describe
mul ti ple concepts. Wien a data
elenment is fornulated to descri be
mul tiple concepts, its definition and
meani ng can easily partially overlap
with the definition of another data
el ement. This redundancy sets the
stage for data inconsistencies,

i ncreases system mai nt enance costs,
and restricts the use of a data

el ement to a narrow range of
applications. Wen identifying a
conposite data elenment that is
required to be used within a system
all pieces of data which make up this
conposite data el ement must be
approved data elenents within the
DDDS. The nanmes of the approved data
el ements that nake up the conposite
shoul d be recorded in the “coment
text” field of the DDDS

b. Derived data element: Derived
data el enments represent the results
of comput ational operations perfornmnmed
on other data elenents. The
conput ati ons may invol ve al gorithns
supported by two or nore data
elements within a single entity
i nstance, or algorithnms sunmarizi ng
data el ement val ues across nultiple
entity instances within a single
entity or across nultiple entities.
The algorithmis recorded in the
“formula definition text” field of
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t he DDDS

Domain Value Type
Identifier

Di sti ngui shes the kinds of domain
value identifiers in a data el ement
(qualitative or quantitative) (system
gener at ed) .

Authority Reference
Text

The official regulation, policy,

gui dance, etc. that specifically
requires the Departnment of Defense to
capture, naintain, exchange this
data; the text must directly
reference the data. For any data

el ement using the class word

“I DENTI FI ER’ and proposed as a
primary key attribute, this reference
shoul d describe the nmethod for
creating and maintaining the
identifier, to ensure it’s unique

val ue across DoD

Definition Text

The narrative describing the neaning
of a standard data el enent.

Comment Text

Addi tional narrative description of a
data element. This includes the

met hod of creating and maintai ning

| DENTI FI ERs when proposed as prinmary
key attributes and the mai ntenance
nmethod is not addressed in the
authority reference text.

Source List Text

The authoritative reference
containing the official list of
domai n val ues.

Domain Definition Text

A narrative expressing the way the
al | owabl e domain value identifiers
wi |l be represented.

Domain Value ldentifier

The actual codes that provide access
to lists of categories of objects. A
complete list of domain values is
required for data el ements having a
speci fic domain.

Domain Value Definition
Text

The narrative description and

expl anati on of the domain val ue
identifiers. Required if there are
donmai n val ues.

Using Model Name

The association of a data el ement
with one or nore data nodels.

External Data Element
Relationships

Provi des a mapping to external data
st andar ds.
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AP1.2.1. Data Elenent Quantitative Meta-data

ATTRIBUTE

OBLIGATION

ATTRIBUTE DEFINITION

Formula Definition Text

C

A narrative expressing the algorithm
that cal cul ates the value of a
derived data el enent.

Unit Measure Name

The word and/or words that express
the ternms in which the dinension
quantity, or capacity of an object
can be stated.

a. “Wien Unit of Measure nane is
appl i cabl e and nore than one possible
unit of neasure exists, two
docunent ati on options are avail abl e.
If unit of measure is convertible to
ot her units of neasure through
standard algorithms (i.e, Distance:
feet converted to neters and vice
versa), then the single npbst conmonly
used unit of neasure shoul d be
entered. If multiple possible units
of neasure exist that cannot be
converted using standard al gorithns
(i.e., Cable Quantity: cable by
wei ght or cable by length), then a
separate attribute (data el enent)
shoul d be added for managi ng and/ or
tracking the appropriate unit of
nmeasure for each instance of the
entity.”

b. “NA" is an acceptable entry
for data elenents classified as Date
or Tine.

Quantitative Accuracy
Identifier

An indication of how accurate a data
val ue nust be.

Low Range

A string of up to 20 integers that

i ndi cates the snallest allowed domain
val ue when a data elenent’s domain is
expressed as a range of acceptable
val ues.

High Range

A string of up to 20 integers that

i ndicates the largest all owed domain
val ue when a data elenent’s domain is
expressed as a range of acceptable
val ues.

Decimal Place Count
Quantity

The integers that indicate the
quantity of nuneric digits allowed to
the right of the decimal point in a
quantitative fixed point domain

val ue.
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APl1.2.2. Data Elenent Qualitative Meta-data

ATTRIBUTE

OBLIGATION

ATTRIBUTE DEFINITION

Accuracy Number Percent

M

An indication of how accurate a
qualitative domai n val ue nust be
Al | owabl e val ues are 1-100 percent.

APl1. 3. GENERI C ELEMENT META- DATA

ATTRIBUTE

OBLIGATION

ATTRIBUTE DEFINITION

Generic Element Name

M

The attribute that identifies the
structure of a donain for data

Counter ldentifier

The “record nunber” within the DDDS
(system generated); unique within a
category of data standard.

Status Code

The stage within the approval cycle;
system gener at ed based on actions
taken by the appropriate data

admi ni strators.

Service and/or Agency
Component Code

The organi zation to which the creator
i s assigned.

Short Abbreviated Name

A short abbrevi ated nanme representing
a specific generic el enent

Data Type Name

The nane of the way domain val ues are
stored in a database. The generic
data elenments with class words having
a data type of “integer” will be
nodified with a comment (coment text
field) as follows: Data el enent using
the data type “integer” should fit
into a 32 bit representation. The
hi gh range val ue of a signed integer
islimted to “2.1 billion” (in the

range -2% to 2%-1); data

requi renents of greater val ues should
use the data types “floating point”
or “fixed point”.

Security Category

A classification assigned to the
domai n value identifiers stored in
some physical nedia to show the | evel
of protection required to prevent

di scl osure.

Maximum Character Count
Quantity

The field length of the data; it
shoul d be | arge enough to accommodat e
all requirenments, yet precise enough
to allow for accuracy.
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Standard Authority
Identifier

The identifier of the federal
national or internationa

organi zati on that approved the data
el enent donmain value identifiers for
a standard data el enent.

Justification Category

The classification of the positiona
al i gnment of domain values in a
storage field (system generated).

Domain Value Type
Identifier

I dentifies domain val ues as
gquantitative or qualitative (system
gener at ed) .

Authority Reference
Text

The official regulation, policy,
gui dance, etc. that specifically
requires the DoD to capture,
mai nt ai n, exchange this data; the
text must directly reference the
dat a.

Definition Text

The narrative describing the neaning
of a standard data el enent.

Comment Text

Addi tional narrative description of a
data elenment. Any data elenents
using the class word “1DENTI FI ER* and
proposed as primary key attributes
must indicate, in this field, the
procedures for ensuring unigueness of
t he key values or the nane of the IS
that creates and naintains the
identifier.

Source List Text

The authoritative reference
containing the official list of
domai n val ues.

Domain Definition Text

A narrative expressing the way the
al | owabl e domain value identifiers
wi || be represented.

Domain Value ldentifier

The actual codes that provide access
to lists of categories of objects.

Domain Value Definition
Text

The narrative description and

expl anati on of the domain val ue
identifiers. Required if there are
domai n val ues.
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AP1.3.1. Ceneric Elenent Quantitative Mta-data

ATTRIBUTE

OBLIGATION

ATTRIBUTE DEFINITION

Low Range

C

A string of up to 20 integers that

i ndi cates the snallest allowed domain
val ue when a data elenent’s domain is
expressed as a range of acceptable
val ues.

High Range

A string of up to 20 integers that

i ndi cates the largest all owed domain
val ue when a data elenent’s domain is
expressed as a range of acceptable
val ues.

Decimal Place Count
Quantity

The integers that indicate the
quantity of nuneric digits allowed to
the right of the decimal point in a
gquantitative fixed point domain

val ue.
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AP2.  APPENDI X 2

REVERSE ENG NEERI NG

AP2.1. | NTRODUCTI ON

AP2.1.1. Reverse engineering the data requirenents supported
by an existing IS can be an effective way to establish useful
data standards. |In these cases, data requirenents are inferred
fromexisting operational data structures where the existing
busi ness process and supporting data have been determ ned to neet
DoD data requirenents. The difficulty with this approach is that
exi sting data structures and processes are often poorly
docunented. Therefore, substantial effort is sonetinmes required
to regenerate the baseline data requirenents.

AP2.1.2. The purpose of reverse engineering is to extract data
requi renents fromexisting systens and their docunentati on.
These data requirenments can be used to create the data structures
and standards supporting DoD activities and forma foundation for
forward engi neering.

AP2.1.3. Functional area integration managers often choose to
docunment AS-IS data requirenents for mgration systens. Reverse
engineering facilitates the evolutionary enhancenents to
m gration systens. The scope of reverse engineering should be
based on the followi ng three factors:

AP2.1.3.1. Anticipated cost and benefits of the reverse
engi neering effort.

AP2.1.3.2. Degree of acceptable risk.

AP2.1.3.3. Degree of overlap between | egacy and m gration
syst ens.

AP2.1.4. Figure AP2-F1 illustrates sonme of the conplexity in
assessing cost and/or benefits and risk connected to initiating
reverse engineering efforts. Reverse engineering may be useful
in describing the data requirenents supported by the information
systens and identifying overlap anong systens.

AP2. 2. PRODUCTS OF REVERSE ENG NEERI NG

AP2.2.1. Figure AP2-F2 illustrates the role of reverse
engi neering in the reengi neering process. The reengi neering
process consists of reverse engineering and forward engi neering:



AP2.2.1.1. Reverse engineering captures descriptive
i nformati on about the current system and consists of recovery of
AS-1S physi cal objects and docunenting the existing AS-I1S design.

Similar Functions
Minimal Overlap |
mT T
Legacy »‘ Legacy I _ _
System :_Sy_stgm_ | Migration
r System
Mixed Overlap
—— T
Legacy e Legacy !
System | System _ __ |
Complete Overlap
T T
Legacy | Legacy |
System | System J

Fi gure AP2-F1 Reverse Engineering Data Requirenents

AP2.2.1.2. Forward engi neering designs and devel ops the TO
BE system and consi sts of describing the future TO BE desi gn and
generation and mai ntenance of the TO BE system

AP2.2.2. Reverse engineering products should be stored in a
repository or library for future reference and use. The
repository or library need not be a sophisticated electronic
device but nust facilitate reference and use in the subsequent
processes of reengineering. The goal of reverse engineering is
to produce two products: recovery of physical objects and
docunent ati on of the existing design:

AP2.2.2.1. Recovery of Physical Objects

These products are primarily the collection of information
t hat descri bes the physical system |In poorly docunented
systens, the recovery of physical characteristics includes
capture of:

AP2.2.2.1.1. Data sets created, nanaged, and used by the

system (e.g., tables, input transactions, reports, query screens,
interface docunentation).
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Fi gure AP2-F2 The Reengi neering Process

AP2.2.2.1.2. Information about the data. For exanple, the
name of the data field, definition of the data, type of data
(e.g., alphabetic or nuneric), domain val ues.

AP2.2.2.1.3. Source code, libraries, and schenas
mai nt ai ned by organi zation(s) having configuration nmanagenent
responsibilities for the system

AP2.2.2.1.4. Policies, directives, instructions, and/or
regul ations that authorize the use, creation, operation, and/or
mai nt enance of the system

AP2.2.2.1.5. System specifications that were used to build
the system (e.g., System Requirenents Specification (SRS), System
Desi gn Docunent (SDD), Database Specification, Functional
Description (FD)).

AP2.2.2.1.6. (bject recovery involves the collection and
cat al oguing of all docunentation describing the I S. Establishing
the reverse engineering library is a significant task and w ||
require the cooperation of functional area experts, system
adm ni strators, and operations and nai nt enance personnel.
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AP2.2.2.2. Docunentation of Existing Design

AP2.2.2.2.1. These products focus on recapturing the
current design of an IS. Using the catal ogue of information that
has been coll ected through the recovery of physical objects that
describe an IS, the current design is docunented as a set of
nodel s that describes the essential requirenents being satisfied
by the current system

AP2.2.2.2.2. Several types of nodels and di agrans can be
used. Deconposition diagrans, dependency di agrans, data fl ow
di agrans, and | DEFO di agrans describe the flow of data within a
system Data structure diagrans, entity-relationship diagrans,
and | DEF1X data nodels (in third normal form (3NF) and fully
attri buted) docunent the neaning and interrelation of data.

AP2. 3. THE REVERSE ENG NEERI NG PROCESS

Figure AP2-F3 illustrates the four phases of reverse engi neering
projects that successfully link reverse engineered data nodels to
the DoD data standardi zation initiative. The processes are
general ly sequential and may be iterative. The first col umm
describes the roles and responsibilities needed to perform
reverse engineering.

AP2. 3. 1. Data Col |l ecti on

AP2.3.1.1. The first phase of reverse engineering is to
identify the mgration and | egacy systens that are to be reverse
engi neered and cat al ogue the physical information that describes
the IS, Cenerally, functional areas working reverse engi neering
efforts recogni ze that not every systemis a candidate for
reverse engineering. For exanple, mgration systens that are
wel | docunented and can be nodified easily to support added
requi renents are not good candi dates for reverse engi neering.

M gration systens that are not well docunented and cannot be
easily nodified may be good candi dates for reverse engi neering.

AP2.3.1.2. Basically there are three circunstances for
reverse engineering an | S

AP2.3.1.2.1. The systemis a mgration systemthat is not
wel | docunented. Nevertheless, the systemw || be enhanced or
nodi fied to incorporate additional requirenents.

AP2.3.1.2.2. The systemis a |l egacy systemthat is not
wel | docunented and will be incorporated, replaced, or interfaced
to designated mgration systens. Under this scenario, the |egacy
system data requirenents are docunented and these requirenents
are conpared to those satisfied by an existing migration system
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Conparing requirenents satisfied by each system is an aid in
data conversion, data quality inprovenent, and/or mgration
system enhancenent efforts.

Identify
Legacy/Migration
System(s)
to be Analyzed

Y A

Functional
Proponent &
User Expert;

Validate Functional
Accuracy -

Reverse Collect Available Develo )
p . Develop Final
Enai . System Doc./ —> Perform Data —> Preliminary Data Model For Cross
ngineering - ;
Develop Quality Analysis Model Funct. Review
Team Metrics v
Design A .
; Validate
N Provide System .
ACtIVIty DBA/ Documentation Technical Accuracy —
System
Provide DoD Data Smgiéﬁ;g;?ss
Model & Corporate .
DoD DAd Business Rules Review
Provide Functional Register Use of DoD Review For
FDAd Data Model & Data Standards 8320 Bk
Functional Compliance
Business Rules
Cross- .
Functional Sollaporatve
; ata Modelin
Collaborative AW 8320 .

Team

Fi gure AP2-F3 Reverse Engi neering and Rel ati onship to DoD
St andar di zati on

AP2.3.1.2.3. The systemis either a |legacy or mgration
systemwhich is well docunented and contains data which are
currently shared across nmultiple applications.

AP2.3.1.3. As part of catal oguing the physical information
that describes the IS, there are many sources of system
docunentation. The system adm nistrators, database
adm ni strators, and organi zations responsible for the design and
configuration managenent of the system are excellent sources of
information. DoD functional proponents and end users shoul d be
able to provide useful information on the system

AP2.3.1.4. There are several considerations that may affect
t he success of the reverse engineering effort:
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AP2.3.1.4.1. (Quality of Docunentation

The anount, accuracy, and currency of docunmentation on an
existing IS varies significantly. The reverse engineering team
must be resourceful in finding docunentation that represents the
current system

AP2.3.1.4. 2. Use of the DDM and DDDS

It is advisable to nake use of the DDM and the DDDS to the
maxi mum ext ent possible in performng data anal ysis and data
nodel i ng tasks. These sources of information represent the
authoritative source of DoD data standards and should be put to
use in all data analysis and data nodeling efforts. Access
shoul d be obtained to the DDDS t hrough the DoD DAd.

AP2.3.2. Data Anal ysis

AP2.3.2.1. The reverse engineering team perforns data
anal ysi s and data nodel i ng. This is followed by validation in
col | aborative sessions with functional experts and technicians.
Cat al ogued data is exam ned and a set of data requirenments is
produced for the system This baseline should be specified in
terms of the current dictates of the systemenvironnment wwthin a
particul ar organi zati on.

AP2.3.2.2. Data specifications may be divided into four
critical areas for docunentation

AP2.3.2.2.1. Data elenent specification consisting of DoD
data el enent net a- dat a.

AP2.3.2.2.2. Data structure specification consisting of
use of data nodel entity, attribute and description

AP2.3.2.2.3. Business rules consisting of data
constraints, updates, creation, and availability.

AP2.3.2.2.4. Further detail descriptions of how nuch, who,
where, and when data is to be used.

AP2.3.2.3. Data analysis requires the conplete description
of data requirenents and an exam nation of common and uni que data
characteristics. Three types of descriptive information are
captured in connection with reverse engi neering:

AP2.3.2.3.1. Data Set Information

Dat a needs supported by a | egacy or mgration systemare
found on transactions, data interchange requirenents, nessage
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formats, forns, master files, records, or tables. One of the
first steps in understanding data is to describe the types of
data sets that are used by the | egacy or mgration system
General information on data sets include:

AP2.3.2.3.1.1. Data set nane and brief description of
i nformati on content and purpose of data set.

AP2.3.2.3.1.2. ldentification of regulation or
instruction controlling the creation, managenent, or use of the
data set.

AP2.3.2.3.1.3. ldentification of Conponent or Service
t hat makes use of the data set.

AP2.3.2.3.1.4. Nane of IS that supports the creation,
managenent, or use of the data set.

AP2.3.2.3.1.5. Additional information collected on data
sets (e.g., tables, records, master files) include: size, volune,
and frequency of update. Data analysts often focus their
attention on priority data sets.

AP2.3.2.3.1.6. Priority data sets are typically
identified as critical functional needs that warrant a conplete
and unequi vocal description. For exanple, reverse engi neering
efforts in the DoD Finance and Procurenent areas nay focus
reverse engineering on the unmatched di sbursenent problem and the
subsystens, nodules, files, and interchange requirenents
supporting contract paynent, accounting, and di sbursenent.

AP2.3.2.3. 2. Dat a El enent | nformation

AP2.3.2.3.2.1. Mich of the detailed work in reverse
engineering is to collect information about the data that
resi des on each data set (e.g., table, naster file,

i nterchange requirenent). The DoD data anal ysts shoul d
collect the neta-data described in AP1. Appendix 1.

AP2.3.2.3.2.2. This neta-data infornmation should be
captured on data itens that reside on data sets. This detailed
information may only be collected on data sets representing
priority functions of the physical or internal data structures
supported by an IS. In addition, information on concatenated,
grouped, coupled, and multi-purpose data itens used in an IS may
be useful .
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AP2.3.2.3.3. Conparative |Information

AP2.3.2.3.3.1. This data analysis task establishes
whet her data requirenents supported by a designated m gration or
| egacy system are al ready descri bed as a DoD data standard, or
val id devel opnental data standards for DoD data standardi zation
The conparative analysis results are docunented in a traceablity
matri x. This establishes a mappi ng between the DoD standard and
the data elenment within the system For exanple, National Item
I dentification Nunber (NIIN) is a data elenent found in many DoD
systens. It is used to uniquely identify catal ogued supply itens
in the DoD inventory. This data elenent has the sane
characteristics as the DoD data standard: Materiel-I1tem Supply
| dentifier.

AP2.3.2.3.3.2. The reconciliation and integration of the
data requirenents are used to devel op the pool of data el enents
and/ or data standards that are matched and mapped to existing DoD
data standards, or proposed data standards. Detailed procedures
for matchi ng and mappi ng data standards are provided in
AP3.  Appendi x 3.

AP2.3.3. Data Moddeling

In situations where existing application data el enents cannot
be matched or mapped to DoD data standards, the reverse
engi neering team shoul d use nodel i ng techniques to describe data
requirenents. In performng this analysis, tw types of nodels
are beneficial:

AP2.3.3.1. Deconposition D agrans

In reverse engi neering DoD systens, it is often wise to
breakout | arge conplex systens into sinpler units or nodul es.
Sinpler units of the systens are reverse engineered to focus
attention on rel evant aspects of the problem As shown in Figure
AP2-F4, the deconposition diagramis used to deconpose a conpl ex
activity into sinpler units.

AP2. 3. 3. 2. Dat a Mbdel s

AP2.3.3.2.1. |DEF1X data nodeling (FIPS PUB 184, reference
(b)) has been established as the DoD standard for data nodel
representation. Data nodeling during reverse engi neering creates
a blueprint of the data requirenments in terns of entities,
attributes, and relationships. Typically, this AS-1S nodel can
be devel oped quite rapidly fromthe data sets (e.g., tables,
master files, and record | ayouts) that are supported by the
existing IS
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AP2.3.3.2.2. Figure AP2-F5 provides the data nodel that
was devel oped fromthe source on country codes. The first table
contains information on countries and includes: Country Code,
Country Nane, and Scope Note. The second table contains
i nformati on on principal subdivisions for countries and incl udes:
Country Code plus a nunber to uniquely identify the subdivision
of the country, Subdivision Nane (e.g., Al abama), and Subdi vi sion
type nane (e.g., province, territory, state).

Mai nt ai n
Federal Information Processing
St andards (FI PS) Codes

N

Mai ntai n Mai ntai n Mai nt ai n Mai ntai n Mai ntai n

Country US State US County Congr essi onal Met r opol i t an
Codes Codes Codes Districts of US Statistical Areas
(FI'PS 10-4) (FIPS 5-2) (FI'PS 55-3) Codes (FIPS 9-1) Codes (FIPS 8-6)

Fi gure AP2-F4 Deconposition D agram

AP2.3.3.2.3. In reverse engineering, as shown in Figure
AP2-5, the physical tables becone entities (e.g., COUNTRY and
COUNTRY- PRI NCI PAL- DI VI SI ON) and the columms of the physi cal
t abl es becone attributes in the data nodel (e.g., COUNTRY Code,
COUNTRY Name, COUNTRY- PRI NCI PAL- DI VI SI ON Nare) .

AP2.3.3.2.4. The anount of data nodeling is dependent on
the scope and the objectives of the project. Reverse engineering
focuses on retaining the features of data as they exist in a
system whil e using current data nodeling techniques. Reverse
engi neering builds a data nodel that results in the foll ow ng:

AP2.3.3.2.4.1. The | ogical nodel should be a higher
| evel of abstraction than a physical schema

AP2.3.3.2.4.2. The entities and attributes are nanmed by
functional experts.
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AP2.3.3.2.4.3. The degree of normalizationis limted to
the original physical normalization of the data reflected in the
system

AP2.3.3.2.4.4. The data nodel preserves the original
scope of the reverse engineering effort.

AP2.3.3.2.4.5. The data requirenents exclude any
additional requirements or desired requirenments identified during
reverse engineering.

Country Princinal Administrative Divisions
CODE  NAME CODE  NAMF TYPE NAME
AFO1 Badakhshan Province/velayat
AF AFGHANISTAN AF02 Badghis Province/velayat
AS01 Australian Capital i
AS AUSTRALIA T;ri;oé/an api Territory
AU AUSTRIA AUOL New South Wales State
AS02 Burgenland State/bundesland
BF BAHAMAS, THE AU02 Karnten State/bundesland
GQ GUAM ISLANDS (TK) usol Alabama Sae
Alaska
uUs UNITED STATES sz Site
V) ZIMBABWE Z101 Manicaland Province
7102 Mashonaland Central Province
COUNTRY COUNTRY-PRINCIPAL-DIVISION
COUNTRY CODE
COUNTRY CODE COUNTRY-PRINCIPAL-DIVISION IDENTIFIER
COUNTRY NAME
COUNTRY-PRINCIPAL-DIVISION NAME
COUNTRY-PRINCIPAL-DIVISION TYPE NAME

Figure AP2-F5 FIPS 10-4 Physical Tables and Data Model

AP2.3.3.2.4.6. The syntax of data nodeling is applied
wi t hout changi ng (such as correcting) the data requirenments as
supported by the system

AP2.3.3.2.5. Al though data nodels docunent sone conditions
and constraints, further details nust be provided to ensure
adequate restrictions have been inferred and are specified.

Busi ness rules are the constraints that define the creation,
update and del etion of values that data el enents can undergo and
remai n consistent.

73




AP2.3.3.2.6. Reverse engineering nmust docunment how data is
organi zed and structured. Several kinds of structures need to be
docunent ed:

AP2.3.3.2.6.1. User Views. The data elenents that are
presented to users as outputs (reports, screens, etc.) need to be
listed and their interrelationships docunent ed.

AP2.3.3.2.6.2. Input Views. Data elenents collected
fromuser screens shoul d be descri bed.

AP2.3.3.2.6.3. Storage Views. Files and data base
records should be carefully docunent ed.

AP2.3.3.2.6.4. Transaction Views. Sets of data el enents
that create, update or delete storage structures nust be
descri bed.

AP2.3.3.2.7. For |arge, conplex systens, these views
shoul d be nerged and integrated into a “data nodel” which
summari zes the data structure requirenents for the systemas a
whol e.

AP2. 3. 4. Dat a St andar di zati on

Docunented data requirenents derived fromthe reverse
engi neered data nodels should then be brought forward for
standardi zati on by the reverse engineering team These data
requi renents shall be standardi zed in accordance with the
procedures established in this docunent.

AP2. 4. ALTERNATE REVERSE ENG NEERI NG PROCESS

Al ternatively, the Reverse Engineering for Data Integration and
Sharing (REDI'S) nethodol ogy may be utilized. The intent of
reverse engineering utilizing the RED S net hodology is to
normal i ze the | egacy system | ogical nodel to Third Normal Form
(3NF). This then allows conparision of the | egacy systemto the
DoD data dictionary and nmappi ng/ matching of the | egacy system
entities and data el enents for data standardization.
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AP3.  APPENDI X 3

BASELI NI NG THE USE OF DoD DATA STANDARDS
MATCH NG AND NMAPPI NG TO STANDARDS

AP3. 1. | NTRODUCTI ON

Thi s guidance is focused on the data engi neering anal yses that
are required to baseline the use of DoD standard data elenents in
DoD information systens (1S). As an initial step in inplenmenting
data standards, recording the rel ationship between application
data and existing data standards is critical. First, matching
and mappi ng application data to standard data el enents

establi shes a baseline of standard data el enents that are used by
an |I'S. Second, the creation of the baseline allows IS designers
and devel opers to neasure progress towards inplenenting standard
data elenents. Third, the inplenentation of data standards is
closely tied to inproving data sharing, data interchange, and our
ability to get the correct information to the Warfighter at the
right tinme. Inportantly, inproving data sharing, system
integration, data quality and utility are critical Conmand,
Control, Conmuni cations, Conputers and Intelligence (C41)
interoperability goals. These C41 For The Warrior (C4I FTW goals
have driven the establishnent of over 15,000 data standards that
are stored in the Defense Data Dictionary System (DDDS). These
goals are the central thene of the DoD data standardi zation
initiative that enphasi zes the inportance of inproving the
Warfighter's informati on as a key ingredient in maintaining

m ssi on readi ness, inproving reliability and enhancing

ef fectiveness through technol ogi cal superiority.

AP3.2. VHEN TO MATCH OR MAP TO DoD DATA STANDARDS

Mat chi ng and mappi ng application data to DoD data standards
establ i shes what data elenents in an existing IS are simlar or
dissimlar to the data standards that have been approved by the
Depart nent .

AP3.2.1. 1S Lifecycle Considerations

The decision to match and nap for planning and desi gn purposes
is guided by IS |lifecycle considerations. As shown in Figure
AP3- F1, mat chi ng and mappi ng for planning purposes is perfornmed
either early in the systemlifecyle or in situations where
systens are inplenented or deployed. This type of matching and
mapping is perfornmed to support the future use of data standards.
The second type of matching and mapping is typically nore
appropriate in situations where analysis and design tasks are
bei ng perfornmed. Matching and mapping is not a substitute for
using standard data in systens devel opnent and noderni zati on.
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Implementation )
Planning — Analysis — Design — &

Deployment

Matching & Mapping for
AlIS Design

Matching & Mapping for
AlIS Planning

Figure AP3-F1: Using Data Standards: Matching and Mappi ng
Cccurs Throughout the IS Lifecycle.

AP3.2.2. Perform ng Matching and Mappi ng Anal ysi s

Data Adm nistrators will conpare existing data wthin |ISs
agai nst DoD data standards to:

AP3.2.2.1. Support the adoption of standard data
el enments in parallel wth nodernizing, enhancing, nodifying,
and i nproving systens.

AP3.2.2.2. Support the mgration of data from existing
data stores and dat abases to dat abases using DoD standard
dat a.

AP3.2.2.3. Facilitate the capture of performance
metrics established by the Departnent.

AP3.2.3. Using the DDDS to Match and Map

The DDDS recogni zes two types of matching and mapping. First,
in support of mgration planning, the DDDS facilitates the
recordi ng of matches and mappi ngs for planning purposes. This
type of matching and mappi ng records whether an application data
el ement mat ches or can be mapped to an established standard. The
second type of matching and mapping is for IS nanagers who are
designing IS capabilities or noving data froml egacy systens to
dat abases that use DoD data standards. The DDDS supports
recordi ng of business rules that define the relationship between
| egacy application data el enents and DoD data standards.

AP3. 3. MATCH NG AND MAPPI NG CRI TERI A

AP3.3.1. Figure AP3-F2 provides the criteria used to match or
map application data to DoD data standards. It is the
responsi bility of the Functional Data Adm ni strator (FDAd) and
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functi onal

area experts to support matching and mappi ng of
application data el enents to DoD data standards.

Attributes Mat chi ng Mappi ng Mat chi ng and Mappi ng Not es
Nane Not Not Mandat ory Functional nane for data el ement.
Mandat ory
Class Wrd Equi val ent , Equi val ent , Not mandatory in situations where
if the if the application data elements do not carry a
application application class word designation. If a class word does
data carries data carries exist, the class words for application data
a class word a class word el enents are to be equivalent to the class
word of the approved DoD data standard
(e.g., NAME as a class word is equivalent to
TEXT; The class word CODE, however, is not
equi val ent to NAME or TEXT.
Access Nane Not Not Mandat ory It is not likely that the access name for an
Mandat ory existing application data elenent will be
identical to the access nanme stored in the
DDDS. In addition, requiring an equival ent
access nane is not meaningful. For these
reasons, the access nanme does not have to be
identical or equivalent. It should be noted,
however, that devel opers should use the
DDDS access nane in inplenenting standard
data el enents, wherever practical.
Definition Text Equi val ent Equi val ent Word for word definitions may be rare. For
atom ¢ data, definition should be simlar.
For derived or conposite data, definitions
are different, but should, in part, be
related to the standard.
Dat a Val ue Not Not Mandat ory Use of the same reference text is a good
Source List Mandat ory indicator that the application data el enent
Text is the same as the DoD data standard.
However, several references may contain
i dentical information.
Data Type Nane Equi val ent Not Mandat ory Mat chi ng and/ or Mapping Note: See di scussion
on DDDS and SQL data types.
Maxi mum Equi val ent Not Mandat ory Mat chi ng and/ or Mapping Note: See di scussion
Char act er Count on DDDS data types, signed data, DATE as
Quantity data type and field | engths.
Deci mal Pl ace I denti cal Not Mandat ory Used on quantitative data elements to record
Count Quantity scal e.
Domai n Val ue I denti cal Equi val ent For an application data element with
Identifiers speci fic domain values, all domain val ue
identifiers nmust be identical to the
standard to have a match. This includes the
Donain Value ldentifier Text. Data
el ements with subsets of the standard domain
val ues are a subset natch.
Domai n Val ue I denti cal Equi val ent The dommin value text for the application
Identifier Text data el ement nust al so be identical to have
a match. Voids and subsets to the standard
domai n val ue text are subset match.
Hi gh- Range Equi val ent Not Mandat ory See di scussion on signed data, DATE as data
I dentifier type, and field |engths.
Low Range Equi val ent Not Mandat ory See di scussion on signed data, DATE as data
I dentifier type, and field |engths.
Unit of Measure | Identical Equi val ent Applies to quantitative data el enents.
Nane (E.G ., Pounds, Liters)
Security I denti cal I denti cal Security classification nust be the sane.
Classification
Nane
For mul a Equi val ent Not Mandat ory For matchi ng purposes, fornula for deriving
Definition Text a application data el enent from ot her
application data should be equivalent to
formula used to derive a data standard from
ot her data standards.

Fi gure AP3-F2:

Mat chi ng and Mapping Criteria
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AP3. 3.2. Personnel perform ng matchi ng and mappi ng use a
variety of sources for conpleting the registration of application
data to standards. Characteristics listed in Figure AP3-F2 are
found in the foll ow ng sources: database specification, data
di ctionary, database schema, domain or reference tables and file
descriptions supporting the application. Database schenmas and
file sections contain informati on such as Access Nane (colum
nanme), Data Type Nane, and Maxi num Character Count Quantity.

AP3.3.3. In matching application data to DoD standards, there
are several criteria that deserve attention

AP3.3.3.1. Definition nmust be equival ent.

AP3. 3.3.2. Data Type nust be equivalent. See Figure C7-F2
for DDDS data types and DBMS equi val ent s.

AP3. 3. 3. 3. Maxi num Character Count Quantity (Field Length)
must be equi val ent.

AP3.3.3.4. For fixed decinmal place data elenents, digits to
the right and left of the decimal point nust be the sane.

AP3.3.3.5. For data elenents using the class word CODE, the
application data el enent nust nmake use of all the allowable
Domai n Val ue Identifiers AND the associ ated Domai n Val ue
Description Text. Subset mappings are identified when an
application data iteminplenents a subset of the valid Domain
Val ue Identifiers and Domai n Val ue Descri ptions.

AP3.3.3.6. For quantitative data el enents, the | ow range and
hi gh range values for the application data el enent nust be
equi valent to the respective |ow range and hi gh range val ues
prescri bed for the data standard.

AP3.3.3.7. For quantitative data elenents, units of neasure
must be the sanme (e.g., pounds, feet, neters).

AP3.3.3.8. The DDDS may record the | ow range for a standard
data el enent by placing a negative sign in the Low Range ldenti -
fier. The low range may be -999.99 w th Maxi num Character Count
Quantity of 7 to account for the negative sign and deci mal point.
Many comrercial off the shelf (COTS) database managenent systens
(DBMS) handl e both signed data and pl acenent of a decimal point
by using precision and scale variables. The application data
el ement mat ches the standard where the appropriate precision and
scale is equivalent. Under SQ conpliant databases the foll ow ng
is equivalent to the DDDS specification for -999.99: NUVERI C
(5,2). Additional high and | ow range val ues and data Specifi -
cations supporting these values are shown in Figure AP3-F3.
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H gh and Low Range | SQL Data Types Sybase Dat a Oracle Data
Speci fication Speci fication

+999999. 99 - NUMERI C, DECI MAL | NUMERI C( 8, 2) NUMBER( 8, 2)
999999. 99

+99. 9999 -99. 9999 NUMERI C, DECI MAL NUVERI C( 6, 4) NUVBER( 6, 4)
+9999. 99999 - NUMERI C, DECI MAL DECI MAL( 9. 5) NUMBER( 9, 5)
9999. 99999

+99.9 -99.9 NUMERI C, DECI MAL DECI MAL( 3, 1) NUVBER( 3, 1)

Fi gure AP3-F3: DDDS H gh Range and Low Range Val ues and Physica
Dat a Specifications

AP3. 4. NATCHI NG

DATA ELEMENTS

For an application data elenent to match a DoD data standard, al

data characteristics that describe potenti al

dat a val ues must be

i denti cal
d obal

Command and Contr ol

Figure AP3-F4 illustrates a data elenent fromthe
System (GCCS) Al RFI ELDS application

that matches the DoD data standard for country code.

Attributes DoD Dat a St andar d Al RFI ELDS
Nanme COUNTRY CODE COUNTRY CODE
C ass Wrd CODE CODE

Access Nane: Cy-CD Cy_CD

Definition Text:

THE CCDE THAT
REPRESENTS A COUNTRY.

THE CODE THAT REPRESENTS
A COUNTRY.

Text :

Dat a Val ue Source Li st

FEDERAL | NFORVMATI ON
PROCESSI NG STANDARD
PUBLI CATI ON 10-4, . ..

AAFI F Pr oduct
Speci fication

Data Type Nane: CHARACTER- STRI NG CHAR

Maxi mum Char act er 2 2

Count Quantity

Deci nal Pl ace Count NA NA

Quantity

Donmai n Val ue ID TEXT ID TEXT

Identifiers & AF AFGHANI STAN AF AFGHANI STAN

Domai n Val ue AGALGERI A AGALGERI A

Identifier Text AL ALBANI A AL ALBANI A
AN ANDORRA AN ANDORRA
AOANGOLA AOANGOLA
AQAMERI CAN SAMDA AQAMERI CAN SAMDA
AR ARGENTI NA AR ARGENTI NA
AS AUSTRALI A AS AUSTRALI A
AUAUSTRI A AUAUSTRI A

H gh Range ldentifier NA NA

Low Range ldentifier NA NA

Unit of Measure Name NA NA

Security
Cl assification Name

UNCLASSI FI ED

UNCLASSI FI ED

Fornul a Definition
Text :

NA

NA

Fi gure AP3-F4: Matching an Application Data El enent
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AP3.5. MAPPI NG TO DATA STANDARDS

Four types of mappi ngs are possible: subset, atomc,

concat enated and derived. |In mapping application data el enents
to DoD data standards for design purposes, all variances between
the data characteristics of the application data el enent and the
standard data elenment wll be recorded. For exanple, differences
may include a formula or algorithmused to derive the application
data elenent fromtw or nore DoD data standards

AP3.5.1. Subset Matches: Mappi ng Designation

Application data elenents that are a subset of the domain
values in the DoD data standard will be docunented as a subset
mat ch. For exanple, applications using only the country codes
for North Atlantic Treaty Organi zation (NATO nations, may use a
subset of the country codes shown in Figure AP3-F5. Wen an

Attributes DoD DATA STANDARD NATO COUNTRY CODE
Nane COUNTRY CODE NATO _COUNTRY CCDE
C ass Wrd CODE CODE
Access Nane: Cy-CD NATO _CTRY_CD
Definition Text: THE CODE THAT THE CODE THAT DENOTES A
REPRESENTS A COUNTRY. COUNTRY W TH MEMBERSH P
I N THE NORTH ATLANTI C
TREATY ORGANI ZATI ON.
Dat a Val ue Source List | FEDERAL | NFORVATI ON - -
Text : PROCESSI NG STANDARD
PUBLI CATI ON 10-4, ...
Data Type Nane: CHARACTER- STRI NG CHAR
Maxi mum Char act er 2 2
Count Quantity
Deci mal Pl ace Count NA NA
Quantity
Donmi n Val ue ID TEXT ID TEXT
Identifiers & BE BELA UM BE BELA UM
Donmi n Val ue : : : :
Identifier Text CA  CANADA CA  CANADA
DA  DENVARK DA  DENVARK
FR FRANCE FR FRANCE
H gh Range ldentifier NA NA
Low Range ldentifier NA NA
Unit of Measure Nane NA NA
Security UNCLASSI FI ED UNCLASSI FI ED
Cl assification Name
Fornul a Definition NA NA
Text :

Fi gure AP3-F5: Subset Match to Existing DoD Data Standard
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application data elenent is
exi sting data standard the application data el enent
the DDDS as a non-standard data el enent.

After entry,

identified as a subset nmatch to an

is entered to
t he DDDS

functions for establishing a relationship between a non-standard

Atom ¢ Data El enent Mappi ng

(1.e.,
be used.
AP3. 5. 2.
AP3.5.2. 1.

represent a single concept.

application data iten) and a standard data el enent shoul d

Atom c data elenents are data el enents that

Fi gure AP3-F6 provides information

on three atomc data elenents for the identification of

countri es.

Al t hough,

the data el ement nanes are sim/lar,
di fferences are

data characteristics are not the sane. Critica

shown
Text .

AP3.5. 2. 2.
el ement ,

in Domai n Val ue

COUNTRY CODE,

For exanpl e,

fromthe Ar

ot her

| dentifiers and Domai n Val ue Definition

al t hough the application data
Force Flying Training

Programm ng and Accounting System (FTPAS) uses many of the sane

domai n val ues as under the DoD data standard (e.g.
the application data el enent

ARGENTI NA)

AVERI CAN SAMOA and has a different Domai n Val ue

AUSTRALI A (i.e. AT).

AR =

is mssing the value for
| dentifier for
The variance fromthe standard shoul d be

entered in the DDDS.
Attributes DoD Data Standard Ext ernal Standard Data Application Data
El ement El ement
Name COUNTRY CCDE COUNTRY CCDE COUNTRY CCDE
Class Word CODE CODE CODE
Access Nane CY-CD CTRY- CD COUNTRY

Definition Text

THE CODE THAT
REPRESENTS A COUNTRY.

THE CODE THAT DENOTES
A COUNTRY.

Dat a Val ue Source Li st
Text

FI PS 10-4

1 SO 3166

Al R EDUCATI ON AND
TRAI NI NG COMVAND
(AETC) PAMPHLET 51-6

Data Type Nane

CHARACTER- STRI NG

CHARACTER- STRI NG

CHARACTER- STRI NG

Maxi mum Char act er
Count Quantity

Deci mal Pl ace Count
Quantity

Domai n Val ue
Identifiers & Domain
Val ue Identifier Text

ID TEXT

AF  AFGHANI STAN

AG ALCERI A

AL ALBANI A

AN ANDORRA

AO ANGOLA

AQ AMERI CAN SAMOA
AR ARGENTI NA

AS AUSTRALI A

AU AUSTRI A

ID  TEXT

AF AFGHANI STAN

Dz ALGERI A

AL ALBANI A

AD ANDORRA

AO ANGOLA

AS AVERI CAN SAMOA
AR ARGENTI NA

AU AUSTRALI A

AT AUSTRI A

1D TEXT

AF AFGHANI STAN
AG ALGERI A

AL ALBANI A

AN ANDORRA

AO ANGOLA

AR ARGENTI NA
AT AUSTRALI A
AU AUSTRI A

H gh Range Identifier

Low Range ldentifier

Unit of Measure

Security
Classification

Uncl assifi ed

Uncl assifi ed

Uncl assifi ed

Formul a Definition

Fi gure AP3-F6:

At om ¢ Mappi ng
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AP3.5.3. Concatenated Data El ement Mappi ng

AP3.5.3.1. Sonetines, application data el enments are concat e-
nated or grouped. A concatenated data elenment is a data el enent
that is not single concept. Figure AP3-F7 illustrates the
mappi ng between contract nunber and established data standards.

ORGANIZATION-DESIGNATOR IDENTIFIER

CONTRACT NUMBER PERIOD IDENTIFIER (FISCAL YEAR)
CONTRACTING-AGREEMENT INSTRUMENT TYPE CODE

CONTRACTING-AGREEMENT SEQUENCE IDENTIFIER

Fi gure AP3-F7: Concatenated Data

AP3.5.3.2. Contract nunber as the application data el enment
shoul d be | oaded in the non-standard partition of the DDDS and
mapped to each of the standards represented by the four data
items. The business rule(s) that describe the grouping should be
entered in the DDDS. For exanple, for design purposes the
foll ow ng informati on shoul d prove useful in adopting the DoD
data standard for contract nunmber. The application data el enent
appears in BOLD text and the DoD standards appear in i1talics.

CONTRACT NUMBER consists of the followi ng DoD standard data
el enent s:

1 6 ORGANIZATION-DESIGNATOR IDENTIFIER

7 - 8 PERIOD IDENTIFIER (FI SCAL YEAR)

9 CONTRACT ING-AGREEMENT INSTRUMENT TYPE CODE
10 - 13 CONTRACTING-AGREEMENT SEQUENCE IDENTIFIER

AP3.5.4. Derived Data El enent Mappi ng

AP3.5.4.1. Application data el ements can be cal cul ated or
derived from DoD data standards. These application data el enents
are entered into the DDDS as non-standard data and are napped to
DoD standards. Figure AP3-F8 illustrates three application data
el ements from GCCS Al RFI ELDS that map to nultiple DoD data
st andar ds.
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DoD Data Standard Appl i cation Data El enent

Al RPORT- APRON- TYPE W DTH DI MENSI ON APRON TOTAL SQUARE AREA
Al RPORT- APRON- TYPE LENGTH DI MENSI ON

Al RPORT- DI Nl NG FACI LI TY NORVAL PERSONNEL COUNT OFFI CERS MESSI NG NORMAL
QUANTI TY QUANTI TY

Al RPORT- DI NI NG- FACI LI TY PERSONNEL TYPE CODE

Al RPORT EQUI PMENT TYPE COUNT QUANTI TY CRASH EQUI PVENT CODE
Al RPORT- EQUI PMENT CATEGORY CODE

Figure AP3-F8 Derived Data El ements Mapped to DoD Data Standards

AP3.5.4.2. In mapping derived data elenents for IS system
desi gn purposes, the business rules that describe the derivation
or cal cul ati on between application data el enents and standards
shoul d be entered in the DDDS. Derivations can be entered using
pseudo- code, SQL statenents, algebraic or nuneric fornmulas, or a
cl ear set of English statenents.
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AP4.  APPENDI X 4

PROCEDURES FOR REUSI NG EXI STI NG DATA STANDARDS

AP4.1. | NTRODUCTI ON

AP4.1.1. The DoD data dictionary is the authoritative source
for DoD data standards. The dictionary contains approved
standard data with rel ated neta-data and provi des docunentati on
of the life cycle events for standard data. The data dictionary
al so functions as the managerial tool for storing devel opnental,
candi date, and non-standard data, as well as applicabl e external
dat a standards.

AP4.1.2. The DDM provides the overall |ogical view of the DoD
data requirenents. The DDM stores and depicts the business rules
that specify how entities relate to one another. Review ng the
entities and their relationships facilitates sharing of existing
data standards and reduces the requirenent to devel op new
proposed data standards.

AP4.1.3. This appendi x al so addresses the adoption of external
data standards as DoD standards. External data standards are
t hose standards that are naintained outside the DoD, and are used
within DoD | Ss.

AP4. 2. REUSE EXI STI NG DATA ELEMENT STANDARDS

Revi ew the current generic elenments, external standards, and DoD
standards in the DoD data dictionary and the DDM for reuse. Al
data requirenents should fall into one of these categories:

AP4.2.1. Data standard neta-data exactly matches data
requirenent. |f an existing data elenment is an exact match for
t he proposed data requirement, use the existing standard.
Regi ster your application’s use of attributes in the DoD data
dictionary. Relate the existing standard to the IS and using
nodel information. This information beconmes an inportant part in
perform ng i npact analysis of changes and archival of existing
standards. Procedures for registering the use of data standards
are delineated in AP3. Appendi x 3.

AP4.2.2. Data standard with overl appi ng or subset data domai ns
of data requirenment. |If the data requirenent’s data domain is
overlapping with an existing standard, it is possible the
exi sting standard may need to have its domain extended. This can
be recommended as a nodification to an existing standard.

AP4.2.3. Data standard is equivalent with different domain
val ue representations. In the situation where a data requirenent



is the sanme as an existing data el enment, but the domain val ues
are captured in dissimlar representations (for exanple values “1
to 5" versus the data standard values “a to e”), map to the

exi sting el enment and describe the mapping of the domain values to
the existing data el enment domain val ues for the purpose of
transition to the DoD data standard. Alternately, the data

requi renent can be nodified to reflect the domain val ue
representation of the DoD data standard. Procedures for matching
and mappi ng data standards are delineated in AP3. Appendi x 3.

AP4.2. 4. Data standard is simlar, but uses a different format
than the data requirenent. |[If an existing data standard
represents the same informati on concept as a data requirenent but
uses a different format (e.g. 8 character nuneric, vs 4 character
al pha), a different domain set (not a 1 to 1 mapping), or in
other ways is very different than the data requirenent, a
deci sion nust be nmade: \Whether to adopt the data standard and
abandon the unique requirenment; or to nodify the existing data
standard to mrror the data requirenent. NModifications to data
standards nust be supported by docunentation (regulations, etc..)
t hat show how the nodification is nore correct than the existing
data standard. Modifications w thout such docunentation wl|
carry little weight, and may not be accepted. Devel opers should
be biased in favor of adopting data standards and abandoni ng
uni que data requi renents whenever possi bl e.

AP4.2.5. No existing standard for data requirenent. Wen no
exi sting el enent represents the sane data requirenent, then
create a new data standard as described in C5. Chapter 5.

AP4.3. MODEL AND ENTITY REUSE

Exam ne existing entities in the DoD data dictionary and the DDM
for reuse. The follow ng guidelines are provided for this
process:

AP4.3.1. Finding an entity with the sane business rul es and
attributes as the data requirenents. |If an existing entity in
the DDM represents the data requirenent (including the sane
busi ness rules and attributes), use the existing entity and
attri butes.

AP4.3.2. Finding an entity with a subset of attributes.
In reviewwng the DDM if an existing entity contains a subset of
the required attributes use the existing entity. Represent the
m ssing data requirenents by devel oping new attributes for the
existing entity.

AP4.3.3. Finding a standard entity with a subset of required
business rules. If entity relationships (business rules) in the
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DDM r epresent sonme of the required business rules, determne if
the existing business rules are sufficient. Accomopdate new
requi renents by addi ng new business rules to the entity, or by
nmodi fyi ng existing neta-data for entities or attributes.

AP4.3. 4. \Wen existing business rules and entities do not
address the requirenents, propose new entities, attributes and
business rules to the DDM Defining a new i ndependent entity is
encouraged, when required. This is preferred to conprom sing a
business rule to support artificial relationships.

AP4.3.5. Matching issues. Two issues frequently appear in
attenpting to conpare data requirenents to existing data
standards. The issues are:

AP4.3.5.1. Synonyns. Synonyns are two Oor nDre occurrences
of the same data itemwth differing names. An in depth review
of existing standards neta-data nust be perfornmed. The
resol ution of synonynms requires involvenent by both functional
and technical experts and provides one of the greatest benefits
to a data adm ni stration program by reduci ng the nunber of data
itens to manage, increasing the accuracy and integrity of
dat abases, and increasing interoperability between systens.

AP4.3.5.2. Hononyns. Hononyns are two different data itens
whi ch share the sane nane. Superficial use of analytica
t echni ques for hononym | ocati on may cause fal se matching of data
requirenents.

AP4. 4.  ADOPTI NG EXTERNAL DATA STANDARDS FOR DoD USE

DoD policy requires that the DoD adopt applicable federal,
national, and international data standards before creating DoD
data standards. These data standards should be reused to the
maxi mum extent practicable. External data standards are those
st andards whi ch have been adopted by federal, national and

i nternational standards bodi es such as the Anmerican Nati onal
Standards Institute (ANSI), Federal Information Processing

St andards (FIPS), International Organization for Standardization
(1'SO), North Atlantic Treaty Organi zation (NATO. Two types of
external data standards may be adopted: reference data and data
i nt erchange st andar ds:

AP4. 4. 1. Ref er ence Dat a.

AP4.4.1.1. Reference data standards are established by
federal, national, and international standards organi zations to
capture a list of valid values for data elenents. As reference
data, the standardization of valid values supports a uniform
representation of data in reference files or domain tabl es.
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Exanpl es of reference data include: Country Codes (FIPS 10-4 &
| SO 3166), Ofice of Personnel Managenent Codes (FIPS 95-1), and
U S State Codes (FIPS 5-2) (reference (k)). The adoption of
external reference data as DoD data standards foll ows the sane
procedures used to standardi ze any other data requirenment within
the DoD, wth enphasis placed on the foll ow ng:

AP4.4.1.1.1. The requirenent for the use of the external
standard nust be established and the DDDS nust be checked to
determ ne whet her the data requirenent has al ready been adopted
as a DoD data standard

AP4.4.1.1.2. |If the standard has not been adopted, a
proposal package, integrating this data requirement within the
DDM nust be prepared.

AP4.4.1.1.3. The functional data steward havi ng
responsibility for the applicable functional area shall assign
its Functional Area ldentifier to the external data standard.

AP4.4.1.1.4. The Authority Reference Text shall specify
the external data standard reference and title.

AP4.4.1.1.5. The standard nust be coordi nated wi th other
DoD functi onal areas.

AP4.4.1.2. The coordination activity validates the use of
the external standard and the conpl eteness of the descriptive
i nformati on about the standard (e.g., data type nanme, maxi num
character count quantity, domain value identifiers, domain val ue
identifier text).

AP4.4.1.3. Oher issues that nay be addressed by the cross
functional review are stewardship, nam ng conventions, and
pl acenent of the external data in the DDV

AP4.4.2. Data |Interchange Standards.

AP4.4.2.1. Data interchange standards are used in batch
oriented data exchange. These standards are represented by both
t he DoD nessagi ng standards, such as United States Message Text
Format (USMIF) and Vari abl e Message Format (VMF), and standards
pronoted under El ectronic Comrerce and/or Electronic Data
| nterchange (EC/EDI). Data interchange standards and
i npl enent ati on conventions are established, validated, and
approved by the DoD nessaging and EC/ EDI communities.

AP4.4.2.2. The nmessagi ng standards are based on functionally

val i dated data i nterchange needs with the trend toward the
devel opnent of joint nmessagi ng standards that can be used by the
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DoD Conmander-1n-Chiefs (CINCs), MIlitary Services, and Defense
Agenci es.

AP4.4.2.3. The EC/EDI standards that are used in the DoD are
based on work by the ANSI ASC X12 committee. The ANSI ASC X12
transaction sets have been adopted as the standard for the
exchange of data between the Governnent and industry. As a
federal partner in using the X12 transaction sets, the DoD
participates in federal functional working groups to devel op X12
i npl enentati on conventions. These conventions docunent how the
X12 transaction sets are to be used by the Departnent of Defense.

AP4.4.2. 4. The adoption of external interchange data as DoD
data standards requires sonmewhat different procedures than those
used to standardi ze other data requirenents within the DoD

AP4.4.2.4.1. DoD data adm nistrators (FDAds and CDAds) are
encouraged to work with the functional communities involved in
messagi ng and EC/ EDI standards. In working with interchange
standards, data adm nistrators should be aware that data
i nt erchange standards coexist wth other data standards.

AP4.4.2.4.2. Some of the external reference data that are
used on ANSI ASC X12 transaction sets include: Codes for
Representati on of Names of Countries (1SO 3166); Codes for
Representation of Currencies and Funds (I SO 4217); Standard Col or
and Size Codes (National Retail Merchants Association); Financial
| nformati on Reporting Codes (Treasury Managenent Associ ation);
Current Procedural Term nology (CPT) Codes (Anmerican Medi cal
Associ ation); National Drug Code (Food and Drug Adm nistration);
and Standard Industrial O assification Codes (National Techni cal
| nformati on Service).

AP4.4.2.4.3. The requirenent for the use of the data
i nt erchange standard nust be established and the DDDS nust be
checked to determ ne whether the data requirenent has already
been adopted as a DoD data interchange standard. Messaging
standards will be assigned an appropriate ASD(C3l) Functi onal
Area ldentifier by the data steward. ANSI X12 data interchange
st andards have been assigned Functional Area ldentifier 082.

AP4.4.2.4.4. |1f the standard has not been adopted, a
proposal package nust be prepared. However, these data
requirenents will not be integrated with the DDM

AP4.4.2.4.5. Interchange data will be |oaded within a

separate set of tables within the DDDS under the appropriate
Functional Area ldentifier.
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AP4.4.2.4.6. The Authority Reference Text shall specify
the external data standard reference and title.

AP4.4.2.4.7. The standard nust be coordi nated wi th other
DoD functi onal areas.

AP4.4.2.5. The coexistence of data standards has i nportant
inplications for the DoD data adm nistration community. First,
data i nterchange standards are functionally approved standards
that pronote data shareability. For exanple, the ANSI ASC X12
standards have been specifically designed to provide a uniform
representation of data so that trading partners share the sane
data definitions. Second, data interchange standards may be
somewhat unique in that the definition of data is highly
dependent on cont ext.
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AP5.  APPENDI X 5

DATA STANDARDS NAM NG AND DEFI NI TI ON GUI DELI NES

AP5. 1. DATA ELEMENT NAME COVPONENTS

A data element, as represented in the DoD data dictionary, is an
entity attribute identified in a |ogical data nodel. At a

m nimum a data el enent nanme consists of an entity and a generic
el ement. Generic elenents approved for use are docunented and
mai ntained in the DoD data dictionary. Generic elenents are used
to classify data el enents based upon domai ns, representation,
storage or usage. Optional nodifiers may be used to clarify the
content of the data elenent. The data elenent nane fornmat is as
depicted in Figure AP5-F1:

DATA ELEMENT

\\\\\\\\\\\

GENERI C ELEMENT

TN

ENTI TY PROPERTY CLASS WORD CLASS WORD
1 (Required) MODI FI ER('S) MODI FI ER( S) 1 (Required)
0O ..... n 0O ..... n
(optional) (optional)
Exanpl es:
CUSTOVER NANVE
CUSTOVER MONTH CODE
CUSTOVER DELI VERY MONTH CODE
CUSTOVER DELI VERY CODE

Figure AP5-F1 Data El enent Nanme For mat

AP5.1.1. Entity Nane (Mandatory)

An entity represents a set of real or abstract things (people,
obj ects, places, events, conbination of things, etc.) identified
in a logical data nodel. Data elenent nanmes are based on an
entity represented in the |ogical data nodel. Wrds used as
entities in sone data el enent nanes may be used as nodifiers in
ot her data el enent nanes.
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AP5.1.2. Property Mdifier (Optional)

A property nodifier is a word that is used to further refine or
describe an entity or a generic elenent, but does not dictate the
structure (maxi mum size or data type; e.g., real, integer
character) of the data el enent.

AP5.1.3. Cdass Wrd Mdifier (Optional)

A class word nodifier is a word (adjective) that is used to
further refine or describe a class word. The use of nodifiers is
optional and should be m nimzed. When used, a class word
nodi fi er nmust distinguish one generic el enent from another and
narrow t he range of the all owable domain values for the class
word. The class word nodifier along with a class word make up a
generic el enment nane.

AP5.1.4. (O ass Wrd (Mandatory)

AP5.1.4.1. A class word is a noun that designates the
general category of data at the highest |evel and subcategorizes
data el enents based on |i ke neta-data. C ass words, with or
w thout nodifiers, are known as generic elenents. Mdifiers used
with class words create new generic elenents. This conbination
further defines the class word; e.g., Latitude Coordinate. The
cl ass word DATE can not be inplenented as a generic elenent. To
be a valid generic elenent, it nust be used with an approved
nodi fier, such as: Calendar Date, Ordinal Date, Year Date, etc.

AP5.1.4.2. Al data elenents are required to fit into a
class. The list of available class words is depicted in Figure
AP5-F2. Refer to the DoD data dictionary for the class word
nmet a- data descriptions. There are two types of class words:
qualitative and quantitative. Qualitative class words provide a
means to identify the instance of a data elenment. Quantitative
class words not only provide the neans to identify, but also
measure the instance of a data elenent. Qualitative class words
are not intended for mathematical conputations. Quantitative
cl ass words may be used for mathematical conputations. |If a new
data el enent cannot fit into a class, then a proposal may be
submtted to the DoD DAd to create a new class word (generic
el enent).

AP5.1.4.3. The domain (perm ssible set of values) for a data
el ement is established by the generic elenent and nay be either
specific or general in nature. A specific domain has a finite
definition and an enunerabl e set of data values. A general
domain has a broad definition and a |arge (possibly infinite) set
of acceptabl e values that cannot be enunerated w thin reason.
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Acceleration Moment
Quantitative Class Words Density Percent
Factor Power
Flow Pressure
Force Resistance
Frequency Scale
Altitude Humidity Speed
Depth Impedance Tension
Diameter Inductance  Torque
Average Elevation Intensity Velocity
Balance Height Magnitude Viscosity
Cost Length Average \ /
Price Radius Balance TIME
Area Vertex Cou_nt_ \
Deviation
\/ Factor
. Index VOLUME
Latltu_de Mean
Azimuth Longitude Median
Headin Calgndar Mode TEMPERATURE
Ordinal WEIGHT
Year Mass
¥ ¥ Y \ A Y ¥ ¥
AMOUNT| ANGLE |AREA | COORDINATE | DATE[ DIMENSION| MASS | QUANTITY RATE| TEMPERATURH TIME | VOLUME| WEIGHT
Designator Qualitative Class Words
Category Index
Status Key Category
Type Number Name Comment
CODE IDENTIFIER NAME TEXT

Figure AP5-F2 (@uide for Selecting DoD C ass Wrds
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AP5. 2 ENTITY NAM NG GUI DELI NES

AP5.2.1. The entity nanme shall
AP5.2.1.1. Be a singular noun or noun phrase.

AP5.2.1.2. Include only al phabetic characters (A-Z) and
hyphens (-) (i.e., MEDI CAL-FACI LITY, MATERI EL-1TEM . Hyphens are
used when the nane consists of nultiple words.

AP5.2.2. The entity nanme shoul d NOT contain:

AP5.2.2.1. Cass word nanmes except under speci al
circunstances. Approved class word nanes may be used in entity
names (such as PERSON-NAME) to nore clearly identify an
i nformation requirenment commonly used in the business. An entity
name should not be just a class word nane.

AP5.2.2.2. Abbreviations or acronyns unl ess they have been
approved and are contained in the DoD data dictionary.

AP5.2.2.3. Nanmes of organizations, conputer or information
systens, directives, forms, screens, or reports.

AP5.2.2.4. Articles (a, an, the) or prepositions (at, by,
for, from in, of, to, etc.) unless the article or preposition
clearly aids in identifying an information requirenent term
comonly used in the business.

AP5. 3. ENTITY DEFI NI TI ON GUJ DELI NES

The entity definition should:

AP5.3.1. Define WHAT the entity is, not HONN WHERE, or WHEN
the entity is used, or WHO uses it.

AP5.3.2. Add neaning to the nane. Do not nmerely restate or
rephrase the nanme, or just provide a list of the attributes or
meta-attributes within the entity.

AP5.3.3. Be concise. The definition should be brief and
conpr ehensi ve.

AP5. 3.4. Be precise and unanbi guous. The exact neani ng and
interpretation of the defined concept should be apparent fromthe
definition. A definition should be clear enough to allow only
one possible interpretation.

AP5.3.5. Avoid circular reasoning. Two definitions should not
be defined in terns of each other. Avoid one definition pointing
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to a second definition for further explanation and the second
definition pointing back to the first definition.

AP5.3.6. NOT contain exanples. A definition should be able to
stand al one. Exanples may be captured as separate comments in
the coment text field in the DoD data dictionary.

AP5.3.7. NOT contain infinitives to begin the definition
(e.g., "This entity defines..." or "To describe...").

AP5. 4. GENERI C ELEMENT NAM NG GUI DELI NES

The generic el enent nanme shall consist of either:
AP5.4.1. A class word only.
AP5.4.2. A class word and nodifier(s).

AP5. 5. GENERI C ELEMENT DEFI NI TI ON GUI DELI NES

Class word definitions are listed in Figure AP5-F3.

CLASSWORD NAME ABBREVIATION | DEFINITION
Amount AM A monetary value.

The data element definition should begin: “The
(modifiers) amount of”

Angle AN The rotational measurement between two lines and/or
planes diverging from a common point and/or line.

The data element definition should begin: “The
(modifiers) angle between (modifiers) for &’

Area AR The two dimensional measurement of a surface
expressed in unit squares.

The data element definition should begin: “The
(modifiers) area of”

Code CD A combination of one or more numbers, |etters, or
special characters substituted for a specific meaning.

The data element definition should begin: “The
(modifiers) code that represents and/or denotes &’

Coordinate CN One of a set of values which identifies the location of a
point.

The data el ement definition should be: “The coordinate
identifying the (modifiers) location of”
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Date DT The notation of a specific period of time.

The data element definition should begin: “The
(modifiers) date of and/or when and/or on which &’

Dimension DM A one dimensional measured linear distance.

The data element definition should be: “The dimension
(Iength, width, height, radius, or elevation, etc.) of
and/or from”

Identifier ID A combination of one or more numbers, letters, or
specia characters which designates a specific object
and/or entity, but has no readily definable meaning.
The data element definition should begin: “The
(modifiers) identifier that represents’

Mass MS The measure of inertia of a body.

The data element definition should begin: “The
(modifiers) mass of”

Name NM A designation of an object and/or entity expressed in a
word or phrase.

The data element definition should begin: “The name
OfH

Quantity QY A nonmonetary numeric value.

The data element definition should begin: “The
(modifiers) quantity of”

Rate RT A quantitative expression that represents the numeric
relationship between two measurable units.

The data element definition should begin: “The rate of”

Temperature TP The measure of heat in an object.

The data element definition should begin: “The
temperature of”

Text TX An unformatted character string generally in the form of
words.

The data element definition should begin: “The text of”

Time ™ A notation of a specified chronological point within a
period.

The data element definition should begin: “The time
OfH
Volume VL A measurement of space occupied by athree

dimensional figure.

The data element definition should begin: “The volume
OfH
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Weight WT The force with which an object is attracted toward the
earth and/or other celestial body by gravitation.

The data element definition should begin: “The weight
OfH

Figure AP5-F3 Cass Wrd Definitions

AP5. 6. DATA ELEMENT NAM NG GUI DELI NES

5.6.1. The data el enent nane shall:

AP5.6.1.1. Be based on the entity nane it is associ ated
wit h.
AP5.6.1.2. Be a singular noun phrase.
AP5.6.1.3. Include only al phabetic characters (A-2),
hyphens (-), and spaces ( ).
6. 1.
2.

AP5. Separ ate each conponent of the nanme by a space.

AP5. 6. The data el enent nanme shoul d NOT contai n:
AP5.6.2.1. Abbreviations or acronyns unl ess they have been
approved and are contained in the DoD data dictionary.

AP5.6.2.2. Nanmes of organizations, conputer or information
systens, directives, forms, screens, or reports.

AP5.6.2.3. Articles (a, an, the) or prepositions (at, by,
for, from in, of, to, etc.) unless the article or preposition
clearly aids in identifying an information requirenent term
comonly used in the business.

AP5.6.2.4. The possessive fornms of a word, i.e., a word
whi ch denot es owner shi p.

AP5. 7. DATA ELEMENT DEFI NI TI ON GUI DELI NES

The data el ement definition shoul d:

AP5. 7. 1. Defi ne WHAT the data is, not HOW VWHERE, or VWHEN dat a
are used or WHO uses the data.

AP5.7.2. Be conprised of a grammatically and structurally
correct, sinple sentence(s).

AP5.7.3. Represent a characteristic of its associated entity.

It is acceptable to use the actual entity and generic el enent
name in the definition. |If the entity and generic el enent nane
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are used in the definition there is no need to redefine these
terns.

AP5.7.4. Spell out any acronyns and abbrevi ati ons.

AP5.7.5. Be concise. The definition should be brief and
conpr ehensi ve.

AP5.7.6. Be precise and unanbi guous. The exact neani ng and
interpretation of the defined concept should be apparent fromthe
definition. A definition should be clear enough to allow only
one possible interpretation.

AP5.7.7. Avoid circular reasoning. Two definitions should not
be defined in terns of each other. Avoid one definition pointing
to a second definition for further explanation and the second
definition pointing back to the first definition.

AP5.7.8. NOT contain exanples or physical characteristics of
the data elenment. A definition should be able to stand al one.
Exanpl es nay be captured as separate conments in the coment text
field in the DoD data dictionary.

AP5.7.9. NOT contain infinitives to begin the definition
(e.g., "This data elenent defines..." or "To describe...").

AP5. 8. EXCEPTI ONS

AP5.8.1. Exceptions to these guidelines will be considered on
a case-by-case basis. |If unique business requirenents dictate
changes to these guidelines (common business term nol ogy,
exi sting external data standards, etc.), the appropriate
Conmponent or Functional Data Adm nistrator will docunent the
requi red exceptions and request they be considered for approval
during the cross functional review process.

AP5.8.2. Exceptions will be granted by the DoD Dat a
Adm nistrator if no significant objections fromthe data
adm ni stration community are raised during the cross functional
revi ew process.
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AP6.  APPENDI X 6

DoD DATA MODELI NG GUI DANCE

AP6. 1. | NTRODUCTI ON

| DEF1X has been established as the DoD standard techni que for
data nodel presentation and integration. DoD rules, syntax, and
techni ques for IDEF1X are presented in reference (b). This
appendi x addresses DoD-specific data nodeling guidelines not
explicitly covered in reference (b).

AP6. 2. RELATI ONSH P VERB PHRASES

AP6.2.1. Relationship verb phrases represent business rules
(statenments or facts that define the constraints and
rel ati onshi ps between entities). Each business rule statenent
shoul d be constructed so that the parent entity nanme is the
subject, the relationship nane is the verb phrase, and the child
entity name is the object.

AP6.2.2. Al data nodels submtted should have rel ationship
| abels. The relationships should be named with active tense verb
phrases. Verbs of being (has) and auxiliary verbs (is, was)
shoul d be avoided. The enphasis is on providing neani ngful
i nformati on about the organi zation’ s business through the nodel.

AP6. 3. CATEGORY (SUBTYPE) ENTI Tl ES

AP6.3.1. A category, or subtype, entity captures a subset of
the instances of a parent entity (referred to as a generalization
entity, or generic parent). A “category cluster” is a set of one
or nore categorization relationships. The goal of category
entities is to formnon-overl appi ng subsets of instances of the
parent entity distinguished by a category discrimnator. Each
category entity inherits common attributes and rel ati onships from
the parent, including its primary keys (which becone foreign keys
in the category entity). The category entity contains additional
attributes and relationships that are related to the parent, but
that are distinct fromother related subsets. It contains sone
attributes and rel ationship(s) that apply only to instances of
t he subset and not to all instances of the parent.

AP6.3.2. In a “conplete” categorization, every instance of the
parent entity is associated wth an instance of a category
entity. In an “inconplete” categorization, an instance of the
parent entity can exist w thout being associated with an instance
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of any of the category entities. Wen a category cluster is
identified as “conplete”, the cluster nust contain at |east two
subtypes of the parent entity.

AP6. 3.3. Wen a parent entity is categorized, a discrimnator
is used to associate the category entities with their related
parent entity. A discrimnator is a non-key attribute that |inks
the category entities with the parent by providing a nmeaning for
the subtyping relationship. Therefore, it is inperative that the
di scrimnator be naned. Discrimnators need to be | abel ed when a
categorization is conplete or inconplete. No two category
clusters of a parent entity nmay have the sane discrimnator. The
discrimnator attribute nust have a specific domain, containing
domai n val ues that discrimnate one category of the parent entity
fromthe others

AP6. 3. 4. Subtypes of the sane parent entity cannot have any
ot her relationship between them subtypes can only be rel ated
t hrough the supertype. A relationship between subtypes of the
sane parent entity indicates a recursive relationship of the
parent entity.

AP6. 4. ROLE NAM NG

A role nane is defined as a name for the function that the
foreign key attribute plays in the entity. When there are

mul tiple mgrations of a key to an entity, role nanmes shoul d be
used to prevent the unification of the mgrating keys. The role
names di stinguish the different roles the key plays. This is the
only case in which role nanmes should be used. Role nanes do not
beconme DoD data standards; only the original nanme of the
attribute is standardi zed (as a data elenent). Role nanmes shoul d
be indicated on the | ogical data nodel. |If a hierarchy exists,
the appropriate business word(s) that best describe the

requi renent for that attribute should be used. |If the role nanes
are not provided, the terns “ORDI NATE® and “SUBORDI NATE" may be
used. Figure AP6-F1 illustrates the method for | abeling role
names on the | ogi cal data nodel

COMPANY COMPANY- ASSOC! ATI ON
COMPANY | DENTI FI ER owns ORDI NATE. COMPANY | DENTI FI ER ( FK)
SUBORDI NATE. COMPANY | DENTI FI ER ( FK)
is owned by J

Figure AP6-F1 Entity Labeling Rule for Rol e Nanes
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AP6. 5. ASSQOCI ATI VE ENTI Tl ES

AP6. 5. 1. Recur si ve Associ ati ons

AP6.5.1.1. In a recursive association, an entity is both the
parent and the child; the entity is related to itself.

AP6.5.1.2. Recursive relationships can be represented in two
formats: hierarchical, which is a relationship to itself; and
network, which uses dual relationships to portray recursive
entity associations. These formats are shown in Figure AP6-F2.

COMPANY
COMPANY- IDENTIFIER |

ORDINATE.COMPANY-IDENTIFIER (FK)F 7
> |
\
HIERARCHICAL ’ ‘
’ owns
77777 —1
COMPANY COMPANY-ASSOCIATION
COMPANY IDENTIFIER owns ORDINATE.COMPANY IDENTIFIER (FK)
SUBORDINATE.COMPANY IDENTIFIER (FK)
is owned by I J

DUAL RELATIONSHIP

Figure AP6-F2 Hierarchical vs. Dual Relationship Recursions

AP6.5.1.3. In namng the entity used to represent the
recursive association, the format illustrated in Figure AP6-F2
shall be applied; that is, the term *“ASSOCH ATI ON' shoul d be
appended to the nane of the parent entity to formthe nanme of the
associ ative entity (COVMPANY- ASSOCI ATI ON) .

AP6.5.1.4. In defining the entity used to represent the
recursive association, the format shall be as follows: “An
associ ation of a COVWANY w th anot her COVPANY. "

AP6.5.2. Resolution of Many-to-Many (non-specific)
Rel ati onshi ps

AP6.5.2.1. A non-specific relationship, referred to as a
“many-to-many relationship,” is an associati on between two
entities in which each instance of the first entity is associ ated
with zero, one, or many instances of the second entity and each
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i nstance of the second entity is associated with zero, one, or
many i nstances of the first entity.

AP6.5.2.2. Many-to-many relationshi ps nust be resolved for a
| ogi cal data nmodel in 3NF. This is acconplished through an
associative entity, as illustrated in Figure AP6-F3.

COVPANY BUI LDI NG

COWPANY | DENTI FI ER k ﬁ BUI LDI NG | DENTI FI ER

MANY- TO- MANY

COVPANY- BUI LDI NG

COVPANY BUI LDI NG
COVPANY | DENTI FI ER ( FK)
COVPANY | DENTI FI ER has | ocations in| BUI LDI NG | DENTI FI ER ( FK) cont ai ns BUI LDI NG | DENTI FI ER

L )

ASSOCI ATI VE ENTI TY RESOLVI NG MANY- TO- MANY

Fi gure AP6-F3 Resolution of a Many-to-Many Rel ationship

AP6.5.2.3. In namng the associative entity used to resol ve
a many-to-nmany rel ationship, the suggested format illustrated in
Fi gure AP6-3 shall be applied; that is, the nanes of the two
parent entities should be conbined to create the nane for the
associ ative entity (COVMPANY-BU LDI NG .

AP6.5.2.4. In defining the associative entity used to
resolve a many-to-many rel ati onship, the suggested format shal
be used as in the follow ng exanple: *“An association of a
COVPANY wi th a BU LDI NG~

AP6.5.3. Associations with Native Attri butes

AP6.5.3.1. The intersection of two entities may represent a

true object for the function. 1In this case, the associative
entity may have native key or non-key attributes. This type of
association is illustrated in Figure AP6-F4:

DIVISION-OFFICE

COMPANY COMPANY IDENTIFIER (FK) BUILDING

COMPANY IDENTIFIER| has locations in BUILDING IDENTIFIER (FK) contains| BUILDING IDENTIFIER
DIVISION-OFFICE NAME

LPIVISION—OFFICE MAIL coqg

Figure AP6-F4 Associative Entity with Native Attributes
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AP6.5.3.2. In namng the associative entity which represents
a true object for the function, the actual nane of the object may
be used.

AP6.5.3.3. The associative entity should be defined in a
manner which clearly describes the information captured within
the entity.

AP6. 6. ERD PRESENTATI ON GUI DELI NES

AP6.6.1. Al ERDs distributed as part of a cross functional
revi ew package will conformto the follow ng presentation
gui del i nes:

AP6.6.1.1. Al entities and attri butes (both proposed and
t hose annotated “For Display Purposes Only”) will conply with the
follow ng font style standard:

Appr oved - Bold (Arial 10)
Candi dat e - Italicized (Arial 10)
Devel opnent al - Normal font (Arial 9)

For Display Purposes Only - * (Al entities and attributes
shown for “For Display Purposes Only” will be designated with an
asterisk (*), to be placed at the beginning of the nane.)

AP6.6.1.2. Al entities and attributes will be witten in
uppercase letters, as in the DDV

AP6.6.1.3. Relationship verb phrases will be witten in
| oner case, normal font (Arial 10) type.

AP6.6.1.4. A legend will be displayed in the upper left
corner of the nodel, with the follow ng information

Mbdel Name

Vi ew Nane

"As of" Date

DoD DAd Tracking # (assigned by the DoD DAd)

Present ati on Legend:

BOLD = Appr oved
ITALICS = Candi dat e
NORIVAL = Devel opnent a

for display purposes only
AP6.6.1.5. Only entities and attributes found in the DoD

data dictionary with approved, candi date, or devel opnental status
w Il be displayed in the nodel; the nodel will contain as little

102



devel opnental status data as possible (only high | evel data, as
necessary).

AP6.6.1.6. Entities shown “For D splay Purposes Only” wll
contain all of their respective approved and candi date
attri butes.

AP6.6.1.7. Only entities that directly affect or are
directly affected by proposed entities and attributes wll be
di spl ayed for context. Wen a foreign key is displayed for
context in a proposed entity, the entity fromwhich the foreign
key mgrated will be displayed.

AP6. 6.2. \When the cross functional review package is prepared
for distribution, the DoD DAd will ensure the ERD conforns to the
guidelines. The submtter of the proposal package is required to
prepare the ERD in conformance with the m ni mum gui delines as
stipulated in C5. Chapter 5 and AP8. Appendi x 8.

AP6. 7. | MPLEMENTATI ON CONSI DERATI ONS

The follow ng conditions, if present in a |ogical data nodel,
may pose i nplenentation probl ens:

AP6.7.1. The attributes in the primary key contain a generic
el ement of NAME or TEXT. Avoid primary keys containing textual
domai ns.

AP6.7.2. Mre than four attributes appear as a concatenated
primry key. \Wen four or nore attributes are required as a
primary key, an alternate representation may be nore appropriate.

AP6.7.3. The foreign key appears in nore than three |evels of
dependent entities. This may indicate the nodel is hierarchical
in nature and may not accurately reflect the business rules.

AP6.7.4. Indicator codes such as Y=YES; N=NO, or 1=Positive;
2=Negative are used. These values can often be derived from
ot her data and should be used only in situations where database
performance warrants their creation or where a business
information requirenment exits.
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AP7.  APPENDI X 7

ALTERNATI VE DATA STANDARDI ZATI ON DEVELOPMENT ACTI VI TI ES

AP7.1. COLLABCORATI VE SESSI ON

AP7.1.1. The collaborative session is held in support of the
requirenents definition activity. These sessions, which are an
iterative process, pronote joint nodeling of the nmultiple,
exi sting DoD information systens and expedite the data
st andar di zati on approval process. These sessions result in a
proposal package for an expedited cross functional review The
technical review and issue resolution occurs at the collaborative
session(s). Therefore, there is no separate technical review of
the proposed data standards. A representative of the DoD DAd is
present at these sessions to provide information on existing
entities and attributes in the nodel, and to ensure conpliance of
t he new candidate entities and attributes wth the appropriate
st andar ds.

AP7.1.2. The goal of these sessions is to mnimze the anount
of tinme required to prepare a proposal package for subm ssion to
the formal review process. Functional stakeholders and SMEs wor k
together to prepare, review, and resolve issues related to
proposed data standards. The process consists of two basic
st eps:

AP7.1.2.1. ldentify and Sel ect Projects

AP7.1.2.1.1. Candidate projects are nom nated by FDAds and
CDAds based on inportant mgration system functional and/or
cross functional standard data, and/or Business Process
Reengi neering requirenents.

AP7.1.2.1.2. Each project selected wll have a m gration
systemor application topic (e.g., dobal Command and Contro
System (GCCS)) and a data topic (a DDM subject area, e.g.,
Locat i on).

AP7.1.2.1.3. Each project selected wll extend a subject
area portion of the DDMin sufficient detail to ensure that data
requi renents of the system and/or application at issue are
represented and can be standardi zed.

AP7.1.2.1.4. Candidate projects are reviewed and sel ected
by the DoD DAd based on project scope, duration, functional and
cross functional inportance to DoD, quality and quantity of
avai | abl e docunentation, expertise of participants, and return on
i nvestnment for the DoD
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AP7.1.2. 2. Pl an and Hol d Col | aborati ve Sessi ons

AP7.1.2.2.1. Collaborative sessions are planned by FDAds,
CDAds, and the DoD DAd. Meetings are held to identify what
information exists, prioritize subfunctional and interfacing
areas to be addressed, identify and prioritize preparatory tasks,
set a schedule, and identify who, at a m ninum needs to be
i nvol ved.

AP7.1.2.2.2. Data admnistration representatives wth
input fromthe co-chairs plan the sessions, facilities, and an
agenda to acconmpdate and facilitate representative
partici pation.

AP7.1.2.2.3. Projects are managed by the DoD DAd
representative and facilitated by an inpartial third party.

AP7.1.2.2.4. Projects are controlled by stringent
tinelines agreed to by the co-chairs and inplenented by the DoD
DAd representative and the facilitator.

AP7.1.2.2.5. Participants will provide pertinent
docunentati on 10 days before the session and co-chairpersons wll
consolidate the informati on and provide copies to the
partici pants before each session.

AP7.1.2.2.6. Participants wll have the authority to
represent their organizations in situations requiring technical
and functional deci sions.

AP7.1.2.2.6.1. The DoD DAd representative will be the
decision authority for all procedural or technical issues.

AP7.1.2.2.6.2. The FDAd, who has stewardship over the
subject area that is the data topic for the data standardi zation
project, shall be the decision authority for intrafunctional or
cross functional issues.

AP7.1.2.2.7. | ssue resol ution outside the data
standar di zati on col | aborative session will be kept to a m ninum
| ssues that will be decided outside the coll aborative sessions
i ncl ude:

AP7.1.2.2.7.1. |Issues that adversely affect readi ness or
inability to comply with the law. These issues will be tabled
and brought to the attention of the appropriate OSD PSA for
resol ution.

AP7.1.2.2.7.2. Data stewardshi p assi gnnent and
conflicting functional and technical issues. These issues wll
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be docunented and brought to the attention of the DoD DAd for
resolution within 48 hours.

AP7.1.2.2.7.3. |Issues that cannot be resol ved by
participants in the collaborative session. Wen a resolutionis
unattainable, it wll be brought to the attention of the
ASD( C31) .

AP7.1.2.2.8. The output of a collaborative session is
functionally and technically reviewed candi date data standards
ready for cross functional review

AP7.2. FOCUS SESSI ON

The focus session provides a nechanismto address a snall subset
of a proposal package during the cross functional review process.
These sessions provide a focused and snal | er audi ence session
than a coll aborative session. The DoD DAd identifies the
Functional or Conponent areas to be represented to address the
specific cross functional issue. The general steps in performng
a focus session are:

AP7.2.1. Focus sessions are planned by the proposal package
originator and supporting DoD DAd designated participants.
Meetings are held to identify what information exists, set a
schedul e, and identify who, at a m ninmum needs to be invol ved.

AP7.2.2. The DoD DAd representatives, with input fromthe
proposal package originator, plan the sessions, schedule the
facilities, and devel op an agenda to acconmpdate and facilitate
representative participation.

AP7.2.3. Issue resolution is controlled by stringent tinelines
agreed to by the | eader and inplenented by the DoD DAd
representative and the facilitator.

AP7.2.4. Participants provide pertinent docunentation 10 days
prior to the session. The proposal package originator wll
consolidate the informati on and provide copies to the
partici pants before the session.

AP7.2.5. Participants shall have the authority to represent
their organizations in situations requiring technical and
functional deci sions.

AP7.2.6. The DoD DAd representative will be the decision
authority for all procedural or technical issues.
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AP7.2.7. The FDAd assigned stewardship for the candi date data
standards shall be the decision authority for intrafunctional or
cross functional issues.

AP7.2.8. The output of a focus session is the resolution of
the cross functional issue.
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AP8.  APPENDI X 8

PROPOSAL PACKAGE PREPARATI ON

AP8. 1. | NTRODUCTI ON

This activity describes the preparation of a data standards
proposal package. The FDAd will oversee the assenbly of a
package that proposes the functionally coordi nated devel opnent al
data standards as an extension or update to the DDM The
proposal package should generally contain no nore than 20
entities and 200 attributes. When a |ogical data nodel is being
devel oped that is larger than 20 entities and 200 attributes, it
shoul d be partitioned into separate views that can be submtted
as individual proposal packages. For details on the recommended
tool set, refer to AP9. Appendix 9

AP8. 2. DATA ELEMENT PROPCSAL PACKAGE

Each proposal package nust contain the foll ow ng:

AP8.2.1. Electronic Copy O Logical Data Mdel (in |IDEF1X).
The nodel nust:

AP8.2.1.1. Be normalized to third normal form (3NF).

AP8.2.1.2. Include neaningful verb phrases in nanmed entity
relati onshi ps (business rules).

AP8.2.1.3. Include labels for all discrimnators or category
i ndi cat ors.

AP8.2.1.4. Include at |east two subtype entities for each

supertype entity for a conplete categorization. (Refer to
AP6. Appendi x 6.)

AP8.2.1.5. Follow the nam ng convention for role nanes.
(Refer to AP6. Appendix 6.)

AP8.2.1.6. Follow the nam ng convention for associative
entities. (Refer to AP6. Appendix 6.)

AP8.2.1.7. Include any entity and its primary key fromthe
DDM that has a relationship to a proposed entity in the | ogical
data nodel, to indicate where the |ogical data nodel integrates
into the DDM These are annotated with an asterisk (“*”) at the
begi nning of the entity and primary key nanmes to indicate “for
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di splay purposes only”. Entities and their primary keys
contained in the nodel “for display purposes only” nust be in
approved or candidate status in the DoD data dictionary.

AP8.2.1.8. Include at | east one native attribute for each
entity. Each entity should have at |east one attribute that
originates fromthat entity (excluding associative entities).

AP8.2.2. Electronic Copy (ASCIl) Listing O Entities And Data
El ements Contained in the Proposed Logical Data Mbodel. This |ist
must i ncl ude:

AP8.2.2.1. DoD data dictionary counter identifiers.
AP8.2.2.2. DoD data dictionary version nunbers.
AP8. 2.2.3. Nanes.
AP8.2.2.4. Data Steward FDAds.
AP8.2.2.5. Functional area identifiers.
AP8. 2. 3. Proposed Changes to Existing Data Standards. Wen
applicable, electronic copy (ASCI1) listing of proposed changes
to existing data standards (| ogical data nodels and neta-data).

For each proposed nodification to existing standards, this |ist
must i ncl ude:

AP8.2.3.1. DoD data dictionary counter identifier.
AP8.2.3.2. DoD data dictionary version nunber.
AP8. 2. 3. 3. Nane.

AP8.2.3.4. Data Steward FDAds.

AP8.2.3.5. Functional area identifiers.

AP8.2.3.6. A description of the changes to the current data
standards (Il ogical data nodels and neta-data).

AP8.2.3.7. A list of I1S(s) where the existing data standard
has been inplenented. This information is avail able or should be
recorded in the DoD data dictionary.

AP8.2.4. Archival of Existing Data Standards. For each
request for archival of existing data standards, this list nust
i ncl ude:

AP8.2.4.1. DoD data dictionary counter identifier.
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AP8.2.4.2. DoD data dictionary version nunber.
AP8. 2. 4.3 Name.

AP8.2.4.4. Data Steward FDAds.

AP8.2.4.5 Functional area identifiers.
AP8.2.4.6 Rational e for archival

AP8.2.4.7. A list of I1S(s) where the existing data standard
has been inplenented. This information is avail able or should be
recorded in the DoD data dictionary.

AP8.2.5. Cover Letter Signed By The FDAd. The letter wll
contain the follow ng admnistrative information

AP8.2.5.1. The sponsoring organi zation, is the organization
t hat devel oped the proposal.

AP8.2.5.2. The nodel originator and/or point of contact, is
t he person who is representing the sponsoring organi zation.

AP8.2.5.2.1. Nane.
AP8. 2.5.2.2. Address.
AP8. 2.5.2.3. Phone nunber.
AP8.2.5.2.4. Fax nunber.
AP8.2.5.2.5. E-nmmil address.
AP8.2.6. |S Being Supported. Information needed to prioritize

proposal package processing by the DoD DAd. |f applicable,
provi de the foll ow ng:

AP8.2.6.1. |S nane.
AP8.2.6.2. 1S type (mgration, devel opnental, other).
AP8. 2.6.3. Conpletion and/or depl oynent date.

AP8.2.7. NModeling Tool Used to Create Proposed Model .

AP8.2.7.1. Tool nane.

AP8.2.7.2. Tool version nunber.
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APS8. 2. 8. DDM | nf or mati on.

AP8.2.8.1. DDM Version used to create proposed nodel .
AP8.2.8.2. DDM view nane.

AP8.2.9. Certification. Certification stating that:

AP8.2.9.1. Coordination has occurred with the appropriate
organi zations. Refer to C5. Chapter 5, Section C5.3., for
detailed information on the coordi nation process.

AP8.2.9.2. Al proposed data has been conpared agai nst
exi sting approved and candi date data standards captured in the
DoD data dictionary and only new requirenments are contained in
t he proposal package.

AP8.2.9.3. Al proposed data has been entered into the DoD
data dictionary.

AP8.2.9.4. Al data elenents using the class word
“I DENTI FI ER® and proposed as primary key attributes represent
“real world” identifiers and are uni que across the DoD. The
justification for the use of an identifier as a primary key and
the nethod for creating and maintaining the identifier is
contained in the Authority Reference Text or Conmment Text.

AP8.2.9.5. Al data elenents with a specific donain have
their conplete set of domain val ues docunented in the DoD data
dictionary. All data elenents using the class word “CODE’ nust
have a specific donain.

AP8. 2. 10. Subm tting FDAd Information. The FDAd submts the
data standards proposal package to the DoD DAd for technical
review and cross functional coordination with the follow ng
i nformati on:

AP8. 2.10.1. Nane.
AP8. 2. 10. 2. Address.
AP8. 2. 10. 3. Phone nunber.
AP8. 2. 10. 4. Fax nunber.

AP8.2.10.5. E-mai |l address.
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AP8. 3. GENERI C ELEMENT PROPOSAL PACKAGE

CGeneric elenments are centrally controlled and nai ntai ned by the
DoD DA in the DoD data dictionary. Proposals for new generic

el ements nmust be submtted to the DoD DAd for coordination and
approval. They are submtted via a proposal package and their
nmet a-data entered in the DoD data dictionary in accordance with
the procedures in the docunent. However, since a generic elenent
has no functional neaning by itself, no data nodel is necessary
or required.

AP8. 3.1. Proposal Package Contents. The proposal package mnust
contain the followng in electronic copy (ASClI):

AP8.3.1.1. DoD data dictionary counter identifier.
AP8.3.1.2. DoD data dictionary version nunber.
AP8.3.1.3. Generic element nane.

AP8.3.1.4. Description of changes to existing generic
el enent, or rationale for adding a new generic el enent.

AP8. 3. 1.5. Sponsoring Oganization - is the organization
t hat devel oped the proposal.

AP8.3.1.6. Certification fromthe originator that

appropriate generic el enent neta-data has been entered into the
DoD data dictionary.
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AP9.  APPENDI X 9

RECOMVENDED TOOL SET

AP9. 1. | NTRODUCTI ON

AP9.1.1. njectives. The objectives of the recomended t ool
set are to:

AP9.1.1.1. Enable developers to build and maintain
informati on systens that use and produce standard, interoperable
dat a.

AP9.1.1.2. Mnimze the cost of inplenenting DoD data
st andar ds.

AP9.1.1.3. Mke the tools readily accessible to the data
adm ni stration community. Detailed information on accessing the
tools is available on the DoD Data Adm ni stration Hone Page at:
http://ww+ datadm.itsi.disa.ml/tools.htnl.

AP9.1.2. Conponents. The current conponents of the tool set
are the Defense Data Mbdel (DDVM; the Defense Data Dictionary
System (DDDS); the PC Access Tool (PCAT); the Secure Intelligence
Data Repository (SIDR); CD ROM Data Standardi zati on Support
Tool s; and Reference Data Sets on the Wrld Wde Wb (W . The
tool set will evol ve as needs change and technol ogi es change to
support tonmorrow s needs.

AP9. 2. DDM

The DDM represents the current data structures for the Departnent
of Defense. The data is depicted graphically through the Entity
Rel ati onshi p D agramm ng (ERD) technique using the ERwW n data
nodeling tool. ERwW N utilizes the IDEF1X syntax, which is the
DoD adopted i nformati on nodel i ng standard.

AP9. 3. DDDS

The DDDS is the authoritative source of DoD data standards and is
the nechanismto be used in the data standardizati on approval
process. The purpose of the DDDS is to:
AP9.3.1. Provide devel opers approved standard el enents.
AP9.3.2. Provide world-wide on-line query and reporting.

AP9.3.3. Collect and store standard el enents and attri butes.
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AP9. 3.4. Provide review and approval of standards functionally
by the FDAd and technically by the DoD DAd.

AP9.3.5. ldentify DoD organizations and processes using the
standard el enents.

AP9.3.6. Provide the capacity to track the state of standard
el ement throughout their life cycle.

AP9.3.7. Provide File Transfer Protocol (FTP) access to the
DDM

AP9. 4.  PCAT

AP9.4.1. The PCAT is the stand-al one PC version of the DDDS.
It provides a nmechanismfor defining neta-data, cross-referencing
and consi stency checking, and supports the standardizati on of
data el enent nanes, definitions, and rel ationshi ps.

AP9.4.2. PCAT is thesaurus-based and provi des upl oad and
downl oad capability to the DDDS. It has been programred using
Vi sual Basic, and reposes within a Mcrosoft Access dat abase.

AP9.4.3. PCAT is distributed on CD-ROM and recommended to be
run on at least an Intel 486 PC platform

AP9.5. SIDR

The SIDRis a classified version of the DDDS to support

standardi zation of classified data el enents and domains. The
Functional proponent of this repository is the National Security
Agency (NSA).

AP9. 6. CD- ROM DATA STANDARDI ZATI ON SUPPORT TOOLS

This CD contains the follow ng data standardi zati on support
t ool s:

AP9.6.1. DDM Described in AP9. 2.

AP9.6.2. Command and Control (C2) Core Data Model. The C2
Core Data Moydel represents the core data required across all C
functional activities and establishes a comobn approach to
describing and i nplenmenting systens that support tactical C2
i nformati on requirenents.

AP9.6.3. ERwWMN Viewer. The ERWM n Viewer allows you to view
| DEF1X data nodels in a view only format.
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AP9. 6. 4. PCAT. Descri bed in AP9. 4.

AP9.6.5. Integration and Runtine Specification (I&RTS) for the
Def ense Information Infrastructure (DI I) Common QOperating
Environment (COE). The | &RTS describes the technical
requi renments for using the DIl COE to build and integrate
systens. It provides inplenentation details that describe, from
a software devel opment perspective, the foll ow ng

AP9.6.5.1. The CCE approach to software reuse;
AP9.6.5.2. The CCE runtinme execution environnent;

AP9.6.5.3. The definition and requirenents for achieving COE
conpl i ance;

AP9.6.5.4. The process for automated software integration;
and

AP9.6.5.5. The process for electronically submtting and
retrieving software conponents to or fromthe COE software
repository.

AP9. 7. REFERENCE DATA SETS

AP9.7.1. Description. Reference data sets provide the uniform
representation of reference data that are approved for use in DoD
systens. They are based on DoD data standards approved for use
in accordance with the procedures delineated in this manual .

Ref erence data sets are designed to facilitate the use

and reuse of relatively static data found in code tables.
Exanpl es include: Country Code; US State Code; Purchase O der
Type Code; and Security C assification Code.

AP9.7.2. Contents. Reference data sets consist of the
follow ng reusabl e software conponents: | ogical and physical
data nodels; SQL Create Table Statenents; ASCI| files of domain
val ues (codes and definitions), and | oad scripts.

AP9.7.3. Access. Detailed information on accessing approved
reference data sets is available on the D I/CCE Hone Page at:
http://diides.ncr.disa. ml/shade/.
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